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1. Technical information

Supply voltage:

Average current consumption:
Operating temperature:
Dimensions:

Accessories:

Proposed external elements:

Inputs:

Outputs:

Program connector
GSM transmitting device

Battery charging

16V-18V / 50Hz AC
200mA
0-60 °C
202x124 mm
GSM antenna (900/1800 MHZ) + cable
Plastic fixing mounts (4 pcs)

Battery cable

1k Ohm resistor (40 pcs)

Transformer: 16V /40 VA
Battery: 12V / 7Ah

Keypad / programmer: SATEL CA 64 LCD

(maximum 8 pcs)

12 zones, maximum 24 sensors
Installation methods (can be chosen by each zone)
e Short circuit activated
e Activated by circuit opening
e DEOL: closed by resistor (monitoring sabotage)
e 1 or2 sensors/zone

2 inputs (A,B) for activation or deactivation
with DEOL closure

1 analogue voltage input (reserved)

Keypad power supply (+KPD): 12V~0.5A DC
Sensor power supply (+12 V): 12V~0.5A DC
OUT]1 (internal signalling device): 12V~1A DC
OUT?2 (external signalling device): 12V~1A DC

RELAY1 (independent, NO/NC)
RELAY?2 (independent, NO/NC)
RELAY3 (independent, NO/NC)
RS-232 serial connector for PC programming

SONY — ERICSSON GM47-R5 industrial GSM module

Cyclical, voltage controlled charge,
max. 800mA charging current



2. The main characteristics of the device

e 12/24 zone multifunctional alarm system with built in GSM communicator

handling two independent partitions that can also be armed/disarmed from an independent

external device

storing 576 events with date and time

LCD keypad with transparent menu system, easy and quick to program

Telephone calls with recordable voice messages (12 pieces of 5 second-long messages)

Sending SMS messages with user and zone identification

(e.g. OPENING THE SHOP: THOMAS )

Signalling to monitoring station (CONTACT-ID)

Differentiating 47 kinds of events

4 telephone numbers for the alarm calls and SMS

2 telephone numbers for Contact ID signals

Handling 12 users (12 user codes with 4 — 6 digits)

Arming/disarming by telephone, enquiry on state, relay control and voice recording

Free Ultimate Remoter program for PC for the functions as follows

e Programming the module on serial port or by remote download

e Complete remote diagnostics, power supply, battery voltage, overcurrent monitoring,
control of zones and outputs, inspection of event memory.

3. How to install the panel

3.1. Installation of the sensors

3 different installation methods can be used (they can be set by each zone): (see. M11.1.2)
e activated by short-circuit,

e activated by circuit opening

e input closed by resistor (DEOL).

At DEOL types of installation, connect the sensors to inputs IN1 — IN12 with the enclosed 1K Ohm
resistors according to the drawing below.

IN1 o 1k
1 e Contact

opens on
alarm

According to the above application, the input can have the states as follows:

1k Ohm = inactive state
2k Ohm = alarm

Open = sabotage
Short = sabotage



In case 12 sensors are not enough, there is the possibility to double the sensors within a zone
according to the method as follows:
At setting it also has to be taken as DEOL type. (see M11. 1. 2)

INfeo 1k
—l— ® E Contact

opens on
alarm

Contact
opens on
alarm

According to the application above, the input can have the states as follows:

1k Ohm = inactive state
2k Ohm = alarm

3k Ohm = alarm

Open = sabotage
Short = sabotage

3.2 Installation of arming / disarming circuit

You can arm and disarm the module from the keypad, from some external unit (key switch, radio
control, etc.) and from a telephone. To turn on and off the device from an external unit you can use
two inputs, input A and B, differentiated by partition.

(partition 1. =input A, partition 2. = input B)

The installation of it can be done in three different ways.

3.2.1. — installation method no. 1 (controlled by a switch or a relay)

Activation and deactivation can be done by a switch or a correspondent relay, e.g. by an output of a
code switch relay according to the following drawing.
While setting the device, you have to choose wiring mode: “1. Switch 1K/2K* (see M11. 5)

T ™
@
B wire to code ILI
| ° switch
Closed switch (1k Ohm) = Arm
Open switch (2k Ohm) = Disarm
Short circuit or open = Sabotage

(In the example we have used input B, which controls partition 2.)



3.2.2. —installation method no. 2 (controlled by two kinds of short circuit impulses)

It might be necessary to have a kind of installation method where arming is done by a short-circuit
impulse and disarming is done by another short-circuit impulse that comes in through another,
independent contact. It is e.g. the receiver part of RF Remote Control Subsystem module, where as
a result of the activating push button, the relay of it closes for a short time and as a result of the
deactivating push button, this procedure happens with another relay. If a situation like this happens,
connect the input according to the wiring below.

You have to choose wiring mode “2. Impulse: 2kind” at settings. (see M11.5)

B e 1k |
+ x* -+

Disarm Activate

Continuous 2k Ohm = Normal state
Short-circuit impulse = Arm

1k Ohm impulse = Disarm
Open = Sabotage

3.2.3. — installation method no. 3. (controlled by one Kind of short-circuit impulse)

In the third installation method we arm and disarm the module with the same short-circuit impulse,
that is the module gets armed as a result of one impulse and gets disarmed as a result of another.

While you are setting the module you have to choose wiring mode: “3. Impulse: 1 kind”
(see M.11.5)

B e 1k l

-+ - :

Continuous 2k Ohm = Normal state
1k Ohm impulse =arm / disarm
Short-circuit or open = sabotage



3.3 Installation of the outputs

The alarm system has 4 pieces of voltage outputs, two of them are fix, and two of them can be
programmed.

Power supply of keypad +KPD 12V~0.5A fix
Power supply of sensors +12V 12V~0.5A fix
Internal signaling device OUTI1 12V~1.0A  programmable
External signaling device OUT2 12V~1.0A  programmable

In case of using programmed outputs OUT1 or OUT?2 it may happen that the voltage level
does not switch if the internal resistance of the device connected it is too high. If such
operation is experienced, a resistor of 1kOhms value has to be connected in parallel with the
device on the specific output !

Make sure to avoid short circuit and to the maximum current load of each output. The ON
state of the outputs is signalled by the red signals of the LEDs there. The outputs are protected
against overcurrent. If the output notices overcurrent in ON state, it turnes off the outgoing 12V
voltage and the blinking of the belonging red LED signals the overcurrent state.

Additionally, the module contains 3 pieces of relays with independent outputs (NO/COM/NC) that
can be used freely.

Maximal load of relays: 12V~5.0A

The relays can assigned to events or can be controlled through a telephone.
(see M11.6.3.1 —M11.6.3.4)

3.3.1 Installation of external and internal signalling devices

Outputs OUT1 and OUT2 can be programmed according to the following method.

e wiring 1. : OV in normal state and 12V in case of an alarm

e wiring 2. : 12V (charge of siren’s battery) in normal state and OV in case of an alarm

e wiring 3. : permanent 12V output. In this case eg. OUT1 provides the continuous power supply
of the siren and OUT?2 starts signalling devices in case of an event.

It is possible to connect further signalling devices by using the outputs of the relay.

You can set starting and stopping events or timings to these.

3.4. Installation of the keypad

The GSM-UTLIMATE module is capable of accepting various keypads. For this program version
SATEL CA-64 LCD has been adapted.
You have to connect the keypad to the module as follows:

ULTIMATE CA-64 LCD
CKM >  CKM
DTM > DTM
+KPD >  KPD
L > COM

The maximum number of keypads can be 8 pieces. You have to address the keypad as follows:
In powered down state, close the CKM and DTM connectors on the keypad in a way that
the relating cables of the alarm system should not be connected. After turning the power
supply on again, the keypad offers the requested address (0-7). There cannot be two keypads
with the same address. After turning off the device again can the keypad be installed
according to the above-mentioned wiring description, wiring the keypads parallel.



3.5. Installation of serial connection

Standard serial port to PC connection. There is a possibility to program the module by PC, control
all parameters or change the system program (firmware).

3.6. GSM antenna, Radio antenna, SIM card

The enclosed antenna has to be led through the @14 hole drilled on the top of the box.
Any kind of SIM card can be inserted into the SIM case, where call and SMS functions are allowed.

IMPORTANT NOTE: The PIN code request must to be disabled before you insert the SIM
card into the module! Enable caller identification and caller ID sending services on the SIM
card at the GSM service provider !

Note: With the help of a supplementary PC program (UltimateRemoter.exe), the module can also
be reached remotely, through a mobile phone in data call mode; the settings can be checked,
modified, the events can be read, etc.

In case of certain SIM cards and services the service provider does not enable “accepting data
calls”; therefore, it is not possible to get connected to the module through the phone.

In this case ask the service provider for further assistance.

In case of GSM-Ultimate with radio receiving module, make sure to place the radio antenna right:
e Do not place the radio antenna too close to the GSM antenna, because at the start of GSM
call, the strong radiance may disturb and weaken the reception of radio devices’s signals.
GSM and radio antenna should not be mounted on the same side of the metal box.
e At fixing the device in its place, check the strength of further radio devices’ signals, see
section M11.16.2 RF sensor programming 'A’

Assemble the antennas in a way that their base should metalically touch the (metal) box.

3.7. Installation of power supply

Primary power supply: AC 16-18V 40VA transformer

Make sure to arm the device only after everything has been installed and there are no hanging
cables. Ascertain that there are no metallic contacts or litter on the panel and the outputs are not
short-circuited by anything.

It is forbidden to assemble any input or output of the alarm system in turned on state!

Start arming the device by connecting the battery first.

3.8. Installation of the battery

The spare power supply of the module is provided by a 12V 7Ah rechargeable battery, which
assures maximum 24 hour operation in case it is necessary. The system cyclically charges and tests
the battery. If the voltage lowers under 11 V, it generates a report of error towards the keypad and
the monitoring station. The control panel switches off if status below 11V lasts longer than 2
minutes. Even the outputs are switched off, only the power LED is lit and the control panel is not
able to communicate. In this case the control panel can be restored only by a full restart.

The charging current is 800 mA, with the help of it a completely flat battery can be recharged
within 10 hours.
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3.9 Installation of smoke detectors

The installation of smoke detectors is identical with the installation of zones. However, there is a
difference, namely that the power supply of the smoke detector should not be taken from the fix
12V output, but from output OUT2. In this case the installation of OUT2 should be set to fix 12V.
(See M11. 6. 1.1 referring to OUT2)

After the signal you can reset the smoke detector in menu “DELETING SMOKE DETECTOR”
(see M10)

4. The meaning of the panel’s LED signals

POWER: the system is under power supply

GSM NET: GSM connection is all right, field strength is appropriate
GPRS NET: connected to GPRS system

ALARM: alarm is in process

ARMED: system is armed, either partition A or B or both of them
ERROR: communicational error

The LED belonging to the outputs and relays has a continuous light if it is turned on.
The blinking of LED at power outputs signals overcurrent.

5. LCD Keypad

5.1 Information that can be read on the keypad

You can see the state of the alarm system on the LCD display, which contains the following main

information:

e Armed or disarmed state (the “Armed” LED blinks or not, and which partition is armed)

e Blinking of error LED signals (beside the reports of error sent) if any error has occurred in the
system (e.g. error of battery, error of GSM field strength, sabotage of zone, etc.)

ALARM: alarm is in process
ARMED: system is armed, either partition A or B or both of them

1-32: partition A is armed

33-64: partition B is armed

ERROR: error signal of system — you can find the description of error
in the ERROR LIST menu

Note: To show the state of zones on the keypad see M11.13.3.4 Zone monitoring

5.2. How to program the module through the keypad

You have to start programming the module by entering the installer code (see 11. The use of the
keypad)

The default installer code of ULTIMATE module is 1111 Change it after entry!

Then according to the menu system described in chapter 10, take the possibilities of setting in order
and enter or choose the appropriate parameters.

To find further information on the use of LCD keypad, see sections /0. The menu structure of LCD
keypad and 11. The use of LCD keypad.

10



6. Erasing the central memory

If the installer has not written down or lost the changed code, entering the system can only take
place if the whole central memory is deleted. You can do the complete delete as follows:

e Power down the module

Remove all the cables and resistors from all input terminals

Connect 1k Ohm resistor between input B and the GND

Keep the push button of the panel pressed and this way turn the power supply on

In 10 seconds alternate blinking can be seen, when you can see it, you should release the button
within 4 seconds

e The module has returned to zero-settings, and the installer code has changed to 1111 again.

6.1. Keypad reset

To perform keypad software reset, keep pressed for 3 seconds the pushbutton found on the GSM
Ultimate panel. When pressed, the vertical LED display starts to flash, then the keypad restarts.

7. Recording voice messages

The GSM Ultimate module is capable to record 12 pieces of 5-second voice messages.

These messages can be assigned to any of the alarm events or system events. (see M11.2.4)
Thus on alarm call, the appropriate voice message will be played, according to the event type.
The next chapter will describe how to record and play voice messages.

8. The use of radio devices

GSM Ultimate with supplementary radio module is able to accept the signals of radio devices
produced by ELMES Ltd. These devices are radio infra sensors, magnet open/close detector,
window glass break detector, key-ring remote control with 2 or 4 buttons, repeater (signal repeater
to span distances).

The devices to be used first have to be assigned to GSM-Ultimate module, as described in section
M11.16 Radio devices. Maximum 2 radio sensors can be assigned to each zone, in this way 24
sensors can be joined to one GSM-Ultimate module.

In addition, a 2 or 4-buttoned key-ring remote control can be assigned to each device. The functions
of the remote control push buttons must be set as it is described in section M11.16.3 RF key assign.
After the devices have been assigned, the zone installation method also has to be set to ’Radio zone’
in the zones where radio devices have been assigned. (section M11.1.2 Zone installation method)
You can perform these settings, including the assignment of the devices, easier, with the attached
Ultimate Remoter program v1.22 or newer versions.

The radio devices signal if their power decreases under 7V. The module treats this signal as an
event that can be forwarded to the monitoring station or an alerting SMS can be sent to the user.
There is also the relating ’RF noise’ among the events that informs the monitoring station or the
user about a possible radio sabotage attempt while detecting strong, disturbing radio signals.

11



9. Functions that can be reached through a telephone

To reach the device through a telephone you have to do the steps as follows:
e (all the phone number of Ultimate module
e The module accepts the phone call and with a beep it signals to be ready to accept commands

e Enter user identification in the form of *9password# e.g. in the case of identification 1234 you

should enter *91234+4

e The module signals with three beeps if the password is correct and with a deep beep if it is not.
e Now you can set the requested commands (which you have authority to use) according to the

table below. (see M4. 3)
e At last disconnect the call.

COMMAND CODE REPLY

Entering password *9password# 3 beeps = ok, 1 deep beep = invalid

password

Arm *1# 6 beeps = ok, buzzing = not

authorised user

Disarm *O# 3 beeps = ok, buzzing = not

authorised user

Is it armed? *2 6 beeps = armed, 3 beeps = disarmed

It refers to the partition(s) that the
user has authority to arm through the
phone

Relayl OFF *310# 3 beeps = ok, buzzing = not

authorised user

Relayl ON *311# 3 beeps = ok, buzzing = not

authorised user

Enquiry on relayl *319# 6 beeps = relay is ON,

3 beeps = relay is OFF

Relay2 OFF *320# 3 beeps = ok, buzzing = not

authorised user

Relay2 ON *321# 3 beeps = ok, buzzing = not

authorised user

Enquiry on relay2 *329# 6 beeps = relay is ON,

3 beeps = relay is OFF

Relay3 OFF *330# 3 beeps = ok, buzzing = not

authorised user

Relay3 ON *331# 3 beeps = ok, buzzing = not

authorised user

Enquiry on relay3 *339# 6 beeps = relay is ON,

3 beeps = relay is OFF

Voice recording to the 1. memory | *§901# The module records 5 seconds after

location the beep.

Voice recording to the 2. memory | *8§902# The module records 5 seconds after

location the beep.

The module records 5 seconds after
the beep.

Voice recording to the 12. memory The module records 5 seconds after

location the beep.

Listening to recorded voice message *8001#  (message 1) The module plays back the voice
*8002# message from the given memory
location
*8012#  (messagel2)

If a command is wrong, the module signals it with 1 deep beep.

12




10. The menu structure of the LCD keypad

>

B2 Z

A2 222 2\ 2\

ARMING
- FULL ARM
- ARM PARTITION 1
- ARM PARTITION 2
- NIGHT ARM
DISARMING
CHANGE USERCODE
USER SETTINGS
- U01.
- CODE
- NAME
- RIGHTS
> U02.
> Ul2.
ERRORLIST
TIME SETTINGS
EVENTLIST
ZONE MEMORY
ZONE BYPASS
CLEAR SMOKEDETECTOR
STOP SOUNDER
INSTALLER MENU
- ZONES
> z01.
- ZONE NAME
- CONNECTION MODE
- PARTITION SET
- ZONE SENSITIVITY
- ENTRY DELAY
- LEAVE DELAY
- INTELLI.ZONE
- SILENT/LOUD
- TRACKER/NORMAL
- 7.COVER TIME
- NIGHT SETTINGS
> 702.
2> z12.
- EVENTS

- CONTACT-ID CODE
- NOTIFICATIONS
- SMS TEXTS
- VOICE MESSAGES
PHONE NUMBERS
CTID USER ID
A-B INPUTS
OUTPUTS
- OUT1 OUTPUT
- OUT1 CONNECTION
- SIREN DELAY
- SIREN TIME MAX.
- 0UT2 OUTPUT
- O0UT1&2 SETTING
- RELE1l OUTPUT
- ACTIVAT. EVENT
- DEACT. EVENT
- START DELAY
> TIME MAX.
- RELE2 OUTPUT
- RELE3 OQUTPUT
ALARM TIME MAX.
ZONE ALARM MAX.
AUTO ARM
TEST EVENT TIME
TEST EVENT FREQUENCY
NIGHT DELAY

(A2

A2 2 R\
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(M1)
(M1.1)
(MI1.2)
(MI.3)
(M1.4)
(M2)
(M3)
(M44)

(M4.1)
(M4.2)
(M4.3)

(M5)
(M6)
(M7)
(148)
(M9)
(M10)

(M11)
(M11.1)

(M11.
(M11.
(M11.
(M11.
(M11.
(M11.
(M11.
(M11.
(M11.
(M11.
(M11.

.1)
.2)
.3)
.4)
.5)
.6)
.7)
.8)
.9)
.10)
.11)

N R R R RRBRRRRRR

(M11.2)
(M11.2.1)
(M11.2.2)
(M11.2.3)
(M11.2.4)
(M11.3)
(M11.4)
(M11.5)
(M11.6)

(M11.6.1.1)
(M11.6.1.2)
(M11.6.1.3)

(M11.6.2)

(M11.
(M11.
(M11.
(M11.

—

w N
_ = —

A O O &
W w w W

B

(M11.7)
(M11.8)
(M11.9)
(M11.10)
(M11.11)
(M11.12)



- LCD-KEYPAD (M11.13)

- BACKLIGHT (M11.13.1)
- DOORBELL (M11.13.2)
- SETTINGS (M11.13.3)
- NIGHT MUTE (M11.13.3.1)
- BEEP ON ALARM (M11.13.3.2)
- QUICKARM (M11.13.3.3)
- ZONE MONITORING (M11.13.3.4
- TESTS (M11.14)
- ZONE TEST (M11.14.1)
- OUTPUT TESTS (M11.14.2)
- POWER CHECK (M11.14.3)
- ANALOGUE INPUT (M11.14.4)
- EVENT SPY (M11.14.5)
- GSM POWER CHECK (M11.14.6)
- PROGRAM VERSION (M11.15)
- RADIO DEVICES (M11.16)
- DELETE RF DEVICES (M11.16.1)
- RF SENSOR PROGRAMMING ’A’ (M11.16.2)
- RF SENSOR PROGRAMMING ’B’ (M11.16.3)
- RF REMOTE KEY PROGRAMMING (M11.16.4)
- RF KEY ASSIGN (M11.16.5)
- CLEAR ALL ALARM (M11.17)

11. The use of LCD keypad

On the keypad you can see the date and time in still state. From here, you can enter the menu by
entering a user code. For this, enter the code with 4 or 6 digit on the keypad, then press #. You can
move around the menu items with the up and down buttons. By pushing the right arrow or # you
can enter a menu item (or a submenu), and by pushing the left arrow or # you can exit a menu item
(come one level up in the menu structure).

There are certain submenus, where the left and right buttons are necessary to enter data, e.g. in case
of entering SMS messages they move the cursor right or left. In this case you can leave this menu
by pushing * or # buttons.

A further meaning of push button # is “accepting entered data”, while push button * means cancel,
(e.g. in the menu “Changing user code™.)

In user’s menus if you do not press any push buttons for a certain time, a countdown starts on the
keypad. After this time has expired, the keypad leaves the menu and returns to the date screen.
During the time of countdown you can stop the procedure by pushing any button, and you can go on
doing what you did in the menu.

Maximum 8 keypads can be connected to the system (with different keypad ID number), however,
at the same time you can enter the menu on only one of them. (Countdown and automatic menu exit
is actually a prevention against forgetting a keypad in the menu, blocking the others.)

The function of this automatic menu exit is disabled in certain installer menus, where longer
monitoring is necessary (e.g. monitoring inputs).

M1.— M11. The description of the keypad menu

M1. Arming

This menu item only appears if the user who has entered the menu by using his/her code is
authorised to arm some partitions and that certain partition is not armed at that time. (see Rights,
section M4.1.3)

In the menu the user can arm the authorised partition or partitions by pressing push button #.

M1.1 Full arm
Both partitions are activated at the same time (if the user has the authority)

M1.2 Arm partition 1
Only partition 1 is activated (if the user has the authority)
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M1.3 Arm partition 2.
Only partition 2 is activated (if the user has the authority)

M1.4 Night arm
In case of night arming, both partitions get activated at the same time. In this case zones will
behave as described in section M11.1.10 Night setting.
The user should have authority for both partitions.

Note: For further arming methods see M11.13.3.3 QUICKARM

M2. Disarming

This menu item only appears if the user who has entered the menu by using his/her code is
authorised to disarm some partitions and that certain partition is armed at that time. (see Rights,
section M4.1.3)

If both partitions are armed and the user is authorised to disarm both partitions, it is possible to
disarm either partition 1 or partition 2 or both of them in the appearing menu by entering user
identification code and *. (In case of night arm it is not possible to disarm by partitions.)

In disarmed state in case of an alarm happening as a result of 24-hour zone or sabotage event, the
system can be silenced by entering user code and # and pressing DEACTIVATE SIGNALLING
DEVICES appearing on the LCD keypad.

The user code ending with 0 and # is defined as DURESS CODE.

M3  Change user code

In this menu the user who has entered the menu by using his/her code can change his/her own user
code. You can enter your new 4 or 6 digit identifier code, and validate it by pressing #.

(You can exit the menu by pressing * in a way that the old code remains unchanged.)

Note: The system does not accept 000000 code. (this code is reserved for delete, see section M4.2)

M4  User settings

This menu item can only be reached by installers (entering the menu by using installer code) or by
users who have been given authority to by the installer. There is a possibility to modify users’
options in this menu.

First you have to choose the user whose options you wish to modify F01. ...F12.

If you entered and stored a name to the given user before, then it will also appear next to the
number.

You can modify the following details of the users individually:

M4.1 Name

You can enter a name with maximum 10 characters. You can get the letters by pushing the
number buttons repeatedly, similarly to writing an SMS on the mobile phone. The only difference is
that the cursor does not automatically move forward, but by moving the right/left buttons. This
name can appear later in the SMS messages being sent at certain events (e.g. opening / closing).
(see section M11.2.3)

M4.2 Code
Here a code with 4 or 6 digit is set that will later be the given user’s code.
Entering 000000 deletes the user code.

M4.3. Rights

Here you can allow or ban the following rights for the user. You can move around the rights
with the up/down buttons and you can change whether you allow the user the certain right by
pressing any number button. This is signalled by Y (allowed) or N (banned).
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10.

11.

12.

13.

Partition 1.
Is the user authorised to partition 1?

Partition 2.
Is the user authorised to partition 2?

Arming
Is the user authorised to arm the above partition or partitions?

Disarming
Is the user authorised to disarm the above partition or partitions?

Change user code
Is the user authorised to change his/her own user code? If this right is not allowed, “Change
user code” menu item will not appear when the user enters the menu with his code.

Editing users

Is the user authorised to change all users’ details, authorities, and to set new users? You
should allow this authority to that, possibly one person who will maintain users’ options in
the future and set potential new users. If this authority is not allowed, the user, entering the
menu with his/her own user code, will not see the menu item “Users”.

Error list
Is the user authorised to see error lists?
If this authority is not allowed, the user will not be able to reach the “Error list” menu item.

Time setting

Is the user authorised to set the time on the panel?

If this authority is not allowed, the user will not be able to reach the “Time setting” menu
item.

Event list
Is the user authorised to see the event list?
If this authority is not allowed, the user will not be able to reach the “Event list” menu item.

Zone memory

Is the user authorised to see the changes of zones’ states?

If this authority is not allowed, the user will not be able to reach the “Zone memory” menu
item.

Zone Bypass
Is the user authorised to bypass certain zones?
If this authority is not allowed, the user will not be able to reach “Zone Bypass” menu.

Clear smoke detectors

Is the user authorised to reset the smoke detectors?

If this authority is not allowed, the user will not be able to reach “Clear smoke detectors”
menu.

Arming through the telephone

Is the user authorised to arm the partition or partitions (that are allowed for him/her)
remotely,

through a telephone with the help of his/her own user code?
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14.

15.

16.

MS.

Me.

M7.

MS.

Disarming through the telephone
Is the user authorised to deactivate the partition or partitions (that are allowed for him/her)
remotely, through a telephone with the help of his/her own user code?

Relay control through the telephone
Is the user authorised to control relay outputs remotely, through a telephone with the help of
his/her own user code?

Recording voice messages
Is the user authorised to record the 12 voice messages and listen them back?

Error list

In this menu item you can list all valid errors. These kinds of errors are e.g. the signals of
zone sabotages, keypad sabotage, battery’s fault, etc.

The list changes dynamically, that is if an error has been corrected that error will disappear
from the list, this way the installer can check the changes while trying to repair the errors.
Next to “Error list” you can see the number of error events in brackets.

After eliminate some of the reasons of the errors, the signal does not cease immediately. E.g.
if you can read “Accumulator missing” and connect the battery, the signal will go on being
there for maximal 10 minutes. This happens because of the cycle of charge and voltage
control.

Other signals, e.g. zone sabotage, immediately disappear after the error being repaired.

(This menu can only be reached by authorised users see section M4).

Time setting

Here you can set the actual date and time.

Entering the menu you can see “yy/hh/dd — hh:mm”, where you can enter the appropriate
numbers instead of the letters. After entering the numbers, you can store the new data by
pressing push button #.

You can exit the menu during the time of entering the numbers by pressing push button *,
and in this case the date and time set earlier will stay unchanged.

(This menu can only be reached by authorised users see section M4).

Event list

You can see the last 576 events in groups of 16. That is, first you have to choose which 16
events you are interested in in chronological order. Events 001 — 016 are the most recent,
001 of which shows the most recent event of them all. The higher the serial number is, the
oldest the event is.

(This menu item can only be reached by authorised users see section M4).

Zone memory
In this menu you can control the changes in zones since the last activation.
Characters next to each other signal the change in the zone’s state.
The meanings of the certain characters are as follows:
» “—“the zone has stayed in inactive state from the beginning to the end
» “* “the zone has tilted but has not caused an alarm (e.g. it signalled during the
time of leave or in disarmed state)
» “ A* the zone has caused an alarm
» “b “the zone is bypassed (Zone bypass: see section M9)
(This menu can only be reached by authorised users see section M4).
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M9

M10.

M11.

Zone bypass
Authorised users can bypass certain zones in this menu. Characters next to each other
indicates the state of certain zones.

» “—‘“signals that the given zone is active

» b “signals that monitoring of the zone has been disabled (bypass)
With the help of right / left buttons the cursor can be moved around the zones, and with the
help of any number button the state of the zone can be changed back and forth (to signal ““ —
“or“b*).
(This menu item can only be reached by authorised users see section M4).

Clear smoke detectors

This menu disconnects power supply /received from OUT2 output/ from the smoke
detectors for a few seconds, and by doing so it resets them. (See section Connecting smoke
detectors)

Installer menu
This menu item can only be reached by the installer code, here all necessary settings can be
fulfilled at installation.

M11.1 Setting zones

Z701.

First the zone needs to be chosen, the data of which you wish to modify.

712.
If you already assigned a name to the zone earlier, this name will also appear next to the
number. You can modify the following data to each zone:

M11.1.1 Zone name

You can enter a zone name with maximum 10 characters. You can get the letters by pushing
the number buttons repeatedly , similarly to writing an SMS on the mobile phone. The only
difference is that the cursor does not automatically move forward, but by moving the
right/left buttons. This name can appear later in the SMS messages being sent at certain
events (e.g. alarm, sabotage). (see section M11.2.3)

M11.1.2 Connection mode

Three different installation methods can be chosen for each zone:

» armed by short-circuit,

» armed by circuit opening

» DEOL (1k = inactive state, 2k = alarm, short-circuit or circuit opening =

sabotage

» Radio zone (only in case of Ultimate with radio receiver)
If the zone is chosen to be radio zone, the module disregards the state of the given physical
input and considers only the signals of radio devices.
Note! Within a system you can use radio and wired devices, however one zone can be
chosen to be only either of them: radio or wired.
(Teaching of the radio devices is described in section M11.16 RF devices)

M11.1.3 Partition set

You have the option to choose which partition this zone belongs to:

» Partition 1&2, the zone belongs to both partitions. E.g. in case of two adjoining
shops, where one partition refers to one of the shops and the other partition to the
other shop, such a common zone means commonly used rooms (e.g. toilet, where
both owners can enter separately even if the other shop’s partition is already
armed).
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» Partition 1. (The zone belongs only to partition 1.)
» Partition 2. (The zone belongs only to partition 2.)
» 24-hour-zone (It is always active independently from the armed or disarmed state
of partitions.)
The system is not partitioned in default, each zone is in Partition 1&2.

M11.1.4 Zone sensitivity

You can set the time that the module does not take note of if the change is shorter than the
determined time on the given zone input.

This interval can be set in tenth seconds steps, between 0-25,5 seconds limits and they can
be set to each zone separately.

M11.1.5 Entry delay

Entry delay can be set to each zone, between 0-255 seconds. The violator has this time to
disarm the system after the violation of this zone, otherwise the procedure of alarm will
start.

M11.1.6 Leave delay

Each zone’s exit delay can be set, between 0-255 seconds individually. The user has this
time to leave the zone after arming the system.

M11.1.7 Intelligent zone

In case of intelligent zone the process of alarm will not be started unless there are at least
two signals in a given time interval. By this, the most frequent false alarms can be avoided —
e.g. a false alarm that is caused by the convection from starting a gas convector.

Here the time limit (1-25 minutes) can be set and during this time the detector shall tilt at
least twice for the alarm to be started.

In case this parameter is zero, this function is disabled and each signal causes alarm.

M11.1.8 Silent/Audible zones

All zones are by default set to be audible, which means that the signalling devices start
operating in case of an alarm.

In case of silent zone — if the alarm was caused by this zone — the signalling devices do not
start operating.

M11.1.9 Tracker/Normal

When a zone is set to be tracker and is violated, one of the two following cases may occur:
» In armed state, if the violator enters the tracker zone through another entry delay
zone, then the tracker zone takes up the remaining delay of the entry delay zone.
» If there is no violation of any delay zone before the violation of tracker zone, the
tracker zone starts the alarm immediately (according to its own entry delay)
Example: delay of corridor zone is e.g. 30 seconds. The keypad is in the living room; the
living-room zone should be signed to be tracker zone and entry delay should be zero. In this
case, entering the living room through the corridor, the living room will also take up delay.
But entering the living room not through the corridor will cause immediate alarm.
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M11.1.10 Zone cover time

If the zone cover time is set to be between 1 and 255 minutes, and the panel is in disarmed
state, then if the zone detector does not tilt in the given time, a “zone cover” event is
generated.

If the parameter is zero, the function is disabled.

M11.1.11 Night setting

You can set how the zone should operate in case of night setting.

Possible options:

Always armed: at night it will behave according to the day set with the set delays, etc. E.g.
if it is an entering zone then it will go on behaving as an entering zone at night too.
Armed, tracker: These zones normally work the same way as ’Always armed zones’,
however if a 'Starting zone’ signals it initiates a timing (section M1 1.12 night timing).
During timing, the module disregards the signals of ’Armed, follow’ zones.

Disarmed: In night armed state the module disregards these zones.

Starting zone: This zone corresponds to ’Disarmed zone’, however due to its signal night
timing starts (see M11.12) for *armed, tracker’ zones.

Note! At night arming, night timing also starts to operate (the same way it would have
entered a ’Starting zone’) that is for the set time the module disregards the signals of
’Armed, tracker’ zones, leaving time for the user to exit ’Armed, tracker’ zones.

Note! In the last two minutes before the expiry of night timing, at the signal of any ’Armed,
tracker’ zone, the keypad indicates that timing expires by beep signal. In the last minute it
signals with a long, and in the last but one minute it signals with a short beep.

So the user has time to exit ’Armed, tracker’ zones or to disarm the device or to return to
’Starting zone’, which restarts timing.

M11.2 Setting the parameters of events
You can set the below mentioned characteristics to each zone.
M11.2.1 CONTACT - 1ID code

Here three-digit event code can be set that is necessary for CONTACT — ID signal.

The panel contains the standard event codes by default, however, these can be changed if
necessary.

You can move around the different events with the help of the up and down buttons. The
code of the chosen event can be entered on the keyboard. The hexadecimal numbers of
A,B,C,D,E,F can be revealed by pressing buttons 2 and 3 repeatedly. You can move the
cursor among the digits with the help of the right and left arrows.

M11.2.2 Notifications

Similarly to the above mentioned menu item, choose the event, whose characteristics are to
be changed with the help of the up and down buttons. You will see the following structure in
the second line of the display:

P----S----C- ore.g P*¥*- §*---C*

The four characters that follow P refer to telephone numbers 1 ...4. Where you can see (*),
that phone number will be called in case of the event occurs, however the number will not
be called if you see (-).
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The four characters that follow S also refer to telephone numbers 1 ...4, but they mean
sending an SMS message. (¥ = an SMS message should be sent, - = an SMS message
should not be sent)

A (*) following C means that the event is to be reported to the monitoring station, while (-)
means no report.

You can move around the cursor with the help of the right and left buttons and you can
alternate between characters (*) and (-) with any number button.

M11.2.3 SMS texts

An SMS message with maximum 20 characters can be set to each event. The module will
send this SMS when the event has occurred. With the help of up and down buttons similarly
to the above-mentioned method you can choose an event and create an assigned SMS
message in the bottom line of the display.

You shall move the cursor with the help of the left and right buttons.

By pressing the number buttons repeatedly you will see the characters as follow:

Push button 0: 0.,:!?7+-*/A\\%\

Push button 1: 1#$@&'()<>=_ (you will have the space character after pushing it the
first time)

Push button 2: 2AaBbCc

Push button 3: 3DdEeFf

Push button 4: 4GgHhli

Push button 5: 5JjKkLI

Push button 6: 6MmNnOo

Push button 7: 7PpQqRrSs

Push button 8: 8TtUuVv

Push button 9: OWwXxYyZz

As it was shown earlier, it is possible to name each user and zone. Certain events can be
assigned to certain users. E.g. in case of the events Arming and Disarming it might be
important to know which user has armed or disarmed the system. Similarly, in case of alarm
or sabotage it might be necessary to find out which zone has caused it.
Inserting $ into the SMS text, the module will replace it with name of the correspondent
zone or user when sending this SMS message.
E.g. the SMS written: Opening the shop: $

The SMS sent: Opening the shop: Thomas
The length of the name does not have to be calculated into the maximum 20 characters, only
$. This means that the sent SMS message where a name is substituted can be longer than 20
characters.
The module decides from the event whether the $ should be replaced with a zone name or a
username.
The other character that can be substituted for is #. This can be replaced by the number of
the user or zone.
User nr.13 means the installer while zone 0 means the LCD display (e.g. in case of
sabotage).
E.g. SMS written: Opening the shop: #. user

SMS sent: Opening the shop: 3. user
If the SMS text was left completely empty (space until the end), the module will send its
own, originally set short SM'S messages in English.
(Actually, the original messages correspond to the name of the event, which in case of
“SMS texts” setting can be read on the top line of the LCD.)
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M11.2.4 Voice messages

Similarly to the above choose between the events with the help of the up and down buttons.
Give the number of the voice message (01-12) the module should play in case of this event
occurs.

(One voice message can be assigned to more events.)

If the voice message number is 0, the module will send only a beep instead of a voice
message at calling.

M11.3 Phone numbers

You can specify maximum 4 telephone numbers to be used for the alarm and the method of
acknowledgement for each, and also the maximum 2 telephone numbers of the monitoring
station.

You can find the following menus here.

1. Telephone number

Acknowledgement of 1. telephone number

2. Telephone number

Acknowledgement of 2. telephone number

3. telephone number

Acknowledgement of 3. telephone number

4. telephone number

Acknowledgement of 4. telephone number

1. telephone number of monitoring station

2. telephone number of monitoring station

SMS Forward.number

VVVVVVVVYYY

You shall set the telephone numbers consistently, the module accepts only numbers.
The following options exist in case of acknowledgement:

» no acknowledgement

» *=acknowledgement

» *=acknowledgement, # = Stop

In the first case, when an acknowledgement is not requested, at the alarm call, the module
plays the voice message twice after a short siren signal, then automatically disconnects the
line. It considers the telephone call to be successful if the call has been accepted.

In the second case (* = acknowledgement), the module gives out a siren signal then waits
for the customer to press * on his/her telephone. If * is not pressed, that is the call is not
acknowledged, the module hangs up the line within a few seconds. This case the call is
considered to have been unsuccessful, therefore the module will try to call this number again
in the next cycle.

If * is pressed during the time of siren, siren is ceased and the voice message is played twice
and in a few seconds the line will hang up. This case the call is considered to be successful
and no further calls will be directed to this telephone number because of this event.

The third case (* = acknowledgement, # = Stop) coincides with the previous case with an
addition that during or after the voice message if # is pressed the module stops reporting the
event. No further telephone calls, SMS messages and calls to the monitoring station will be
directed to or sent because of this event. However, if other events have happened,
notification about them will start independently.

The module forwards any received SMS messages to the telephone number set in SMS
Forward.number. This is useful to avoid running out of credit if the module uses a prepaid
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account SIM card (most telephone companies automatically notify their users about their
balance in SMS).

IMPORTANT: Never set here the telephone number of the SIM card placed into the
alarm control panel, else the module will start an infinite loop of SMS messages to
itself right after it receives the first one, causing significant expense !

M11.4 CTID user ID

Here you can specify the four-digit customer identification that is necessary for the Contact-
ID signal. The ID can contain digits as well as the A,B,C,D, E and F letters. You shall
specify it the same way it was described in “Contact-ID event code” (see section M11.2.1)

M11.5 A — B inputs

Inputs A and B can be used to connect external code switch, hopping code remote controls
or any other devices that are used for arming or disarming.

Input A refers to partition 1, while input B to partition 2.

You can choose from the below mentioned methods.

Only with a keypad

This time the module does not monitor inputs A and B.
With a switch 1K / 2K

Continuous 1K = armed

Continuous 2K = disarmed

Short-circuit or circuit opening = sabotage
With alternative impulses

Continuous 2K = normal state
Short-circuit impulse = arming

1K impulse = disarming

circuit opening = sabotage

With one kind of impulse

Continuous 2K = normal state

1K impulse = arming / disarming
short-circuit or circuit opening = sabotage

VVVVVVVVVVVVVVYY

M11.6 Outputs

The module has two 12V-voltage output terminals for operating the signalling devices,
smoke detector, etc. (OUT1, OUT2), and 3 pieces of independent relay output terminals for
operating external devices (RELE1, RELE2, RELE3).

The parameters of these output terminals can be set in the below mentioned menu items.

M11.6.1.1 OUT1 connection

You can choose from the below mentioned installation methods to install OUT1 output:
Siren 12V

In inactive state there is no voltage on the output terminal

At alarm it releases 12V for operating the signalling devices

Siren 0V

In inactive state it releases 12V and charges e.g. the internal battery of the siren with it
At alarm the voltage is set to 0 and the siren is armed

Fix 12V

A continuous 12V is released independently from the state of the alarm process.

You can install OUT2 the same way.

VVVVVVVY
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M11.6.1.2 OUT1 Siren delay

The length of time can be set between the occurrence of an alarm event and sound of the
siren that is connected to OUT1 output. This time can be set between 0 — 255 seconds (in
seconds).

M11.6.1.3 OUT1 Siren time max.

The maximum time of the siren caused by the alarm process can be set. This time can be set
between 1 — 25 minutes.

M11.6.2 OUT1&2 SETTING

If “Sabotage audible” option here is not enabled, the zone sabotage event causes a sound
signal only in armed state. If this option is enabled, zone sabotage causes a sound signal in
deactivated state as well.

M11.6.3.1 RELE1 — Activating event

The occurrence of different events turnes the relay on and off (taking the later mentioned
timings into consideration). Entering the menu the list of all kinds of events is to be seen.
You can move around them with the help of the up and down buttons.

You can alternate between Y and N by pressing any number button, that is whether the
event shall turn the relay on or not.

More events can be chosen and the occurrence of any of them can turn on relay. In the event
list, number 0 means “control through the telephone”. You have the possibility to decide
here whether the relay could be controlled remotely, through the telephone or not.

M11.6.3.2 RELE1 — Deactivating event

Similarly to the above menu, you can specify the events, the occurrence of which should
cause the relay to be turned off. The occurrence of any chosen event turns the relay off.

In the list of events, number 0 means ‘“control through the telephone”. You have the
possibility to decide here whether the relay could be deactivated remotely, through the
telephone or not.

M11.6.3.3 RELE1 — start delay

It can be set how long the module should wait after the occurrence of an activating event
before turning on the relay. This interval can be set between 0 — 255 seconds.

The delay specified here does not refer to telephone remote control. When activation is done
through the telephone, the relay turns on immediately.

M11.6.3.4 RELE1 — time max.

The maximum time interval for the relay can be set to be in activated state. After this time
has expired the relay shall turn off even if no deactivating event has occurred.

This interval can be set between 0 — 254 seconds.

Value 255 means that no maximum time has been set for the relay. That is the relay gets
deactivated only as a result of a deactivating event or remote deactivation through the
telephone.

The parameters of RELE2 and RELE3 can be set the same way.
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M11.7 Alarm time max.

It can be set between 5 and 25 minutes (in minutes), how long an event should be valid after
its occurrence. When this time has expired and some of the telephone calls and SMS
message sending fail, the module stops the alarm process and does not start any further
notification to signal this event.

This only refers to that special event, the telephone calls and SMS messages caused by
newer events go on being directed and sent to.

M11.8 Zone alarm max.

It can be set between 1 and 25 how many signals a zone can send. This way we can avoid
that a faulty detector shall cause alarm processes permanently. The device being disarmed
then armed again, the zone will be allowed again, which means that it can forward alarms
(however only as it is maximally allowed).

Value zero means that the number of alarms is not limited.

M11.9 Auto arm

It can be set that if all zones are still for a given time (1-255 hours) the panel gets armed
automatically.

M11.10 Test event time
The time (hour, minute) can be set when the module shall send the test report.
M11.11 Test event frequency

The frequency of test reports can be set, that is in how many days interval shall the module
send a test report. Value zero means that the module does not send a test report.

M11.12 Night timing

The parameter can be set between 1 and 25 minutes, for further information see section
MI11.1.11 Night setting.

M11.13 LCD Keypad
M11.13.1 Backlight

On the keypad we distinguish between LCD keypad backround lighting and push-button ligting.

You can choose from the below mentioned combinations to set them:

e “LCD: 0-1 Key.Aut”: In inactive mode both LCD and push button lightings are turned off. By
pressing any button they start lighting in complete intensity. After one minute they get back to
normal.

e “LCD: 2-1 Key.Aut:”: In inactive mode LCD lights in half intensity and push button
background lighting is turned off. By pressing any button both of them start lighting in complete
intensity. After one minute they get back to normal.

e “LCD: On Key. Aut”: LCD is always lit and push button is turned off in inactive mode. By
pressing any button button lighting gets turned on. After one minute it restores.

e “LCD On, But. On:” Both LCD and push buttons light continuously.

e “LCD Off, But. On”: Neither LCD nor push buttons lit, not even by pressing any button.
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M11.13.2 Doorbell

Each zone can be set in a way that the keypad gives out a beep at the sensor’s signal. (For example
to signal in case of opening door.)

To set this function, you can move the cursor between the zones with the right and left buttons and
with the help of any number push button the chosen zones state can be changed back and forth. (to
“-“or “*” signals)

M11.13.3 Settings

Other useful functions can be set on the keypad:

M11.13.3.1 Night mute
If this function is enabled, at night arming and after disarming from night armed state all keypad
sound signals turn off except for the short sound signals following pushing any buttons.

M11.13.2 Signal at alarm

If this option is enabled, in case of an alarm the keypad goes on hooting for 20 seconds. (This can
be stopped immediately by disarming or by the “Stop sounder” menu item)

M11.13.3.3 Quickarm
By enabling this function, the following functions can be used on the keypad.

e By pressing push button 1 continuously (for 5-6 seconds) partition 1 can be armed.

e By pressing push button 2 continuously (for 5-6 seconds) partition 2 can be armed.

e By pressing push button 3 continuously, both partitions can be armed at the same time
(Complete arming)

e Pressing push button 4 continuously corresponds to night arming

M11.13.3.4 Zone monitoring

Enabling this function, it is possible to monitor zones’ state continuously when the menu is not
shown on the keypad (When date/time is shown).

If this option is enabled, zone appearance can be chosen as follows.

- By pressing push button 7 continuously (for 5-6 seconds) zone monitoring gest turned off on
the keypad

- By pressing push button 8 continuously, a character appears corresponding to each zone on
the bottom line of the keypad. These characters have the meaning:

‘¢ : Zone is inactive

‘1...12° : zone signals

‘V’ @ in case of radio zone, the sensor’s battery belonging to the zone is weak

(This kind of indication method stays active as long as it is turned off by pressing push
button 7.)

- By pressing push button 9 continuously (for 5-6 seconds) the violated zones appear on the
bottom line of the keypad according to their names. In case there are more violated zones,
the keypad shows them alternatively one after the other continuously.

Next to the zone, in case of radio zone, the letter ‘V’ in the last character position
signals that the sensor’s battery belonging to the zone is weak.
(This kind of indication method stays active until it is turned off by pressing push button 7.)

26



M11.14 Tests
The below mentioned menu items provide help for installation and finding errors.
M11.14.1 Zone test

This menu shows the actual resistor value that can be measured on the zones, listing the 12
zones and inputs A and B next to each other.

The meanings are as follows:

0: short-circuit

1: value corresponding to 1kOhm

2: value corresponding to 2kOhm

-: open circuit

M11.14.2 Output tests

The outputs can be turned on and off so that the devices on the outputs can be checked with
the help of the following buttons:

“1”: RELEI off/on

“2”: RELE2 off/on

“3”: RELE3 off/on

“4”: OUTI off/on

“5”: OUT2 off/on

“0” refers to OFF and “1” refers to ON state.

In case of OUT1 and OUT2 exclamation mark signals if there is overcurrent on the output
terminal.

When exiting the menu the outputs restore their previous state according to their settings
and operation.

M11.14.3 Power checking
The power of the battery and the existence of AC power can be checked. If the battery is in
charge before you enter the menu, about one minute is needed until the displayed voltage
level restores to the actual power of the battery from the temporarily higher voltage that is
caused by charging.

M11.14.4 Analogue input
(Reserved for future developments)

M11.14.5 Event spy

Here the latest event can continuously be monitored. In case of the occurrence of a newer
event the display gets automatically refreshed too.

M11.14.6 GSM power check
At installation try to place the aerial in a way that the telephone can measure an as good

GSM power as possible. It can be checked continuously (with a few-second delay).
The value of power can be read on a scale of 0-31.
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M11.15 Program version

The GSM Ultimate internal program version can be checked in this menu. It might be
necessary to know at the replacement of newer program versions with extended functions.

M11.16 Radio devices

Here you can do the assignment (teaching) and setting of radio devices, see below.
M.11.16.1 Delete RF devices

It deletes all radio devices. After use, all radio devices have to be reassigned.
M11.16.2 RF sensor programming ’A’

Maximum two radio devices can be assigned to each zone. The first (primary) device of
each zone can be assigned here.

On the bottom line of the keypad you can see the state of primary radio device for the 12
zones.

>~ signals the zones that have not been assigned. You can choose the zone to be assigned by
the right or left arrows. Then push button ’1° to assign.

On the keypad a question will appear whether you really wish to reassign the primary device
belonging to the zone. In case of yes (Y) you will see "?" on the bottom line of the keypad in
the place of the zone, signifying that the module is ready to learn the device. We shall send
signals from the radio device twice to be assigned. (Move in front of the infra sensor, open/
close the contact of the magnet sensor or cause a sabotage signal by disassembling the cover
of the device. E.g. in case of window breakage sensors this signal can be induced the easiest
way by disassembling the cover.)

The module waits half minute for the assignment. If there is no signal from the radio device
during this time, the zone will not be assigned. In this case the device assigned to the zone
earlier will also be deleted. This method can also be used to delete a device assigned by
mistake.

During the time of assignment the module will accept the signals of only those devices that
have not been assigned yet. So accidental signals from earlier assigned devices will not
cause an incorrect assignment. After the procedure of assignment you will see a number
(code) in the position of the zone on the bottom line of the keypad, that refers to the last
signal arriving from the device  (e.g. l=alarm, 3=sabotage, however these carry no
importance from the point of view of assignment)

In case of each signal the keypad will give out a beep and in the position of the zone "*"
appears to indicate which zone has signalled.

A number between 0 and 63 at the end of the bottom line of the keypad indicates the radio
field strength of the last received signal. At installation, find the ideal place of the sensor by
paying attention to this so that you can have the best possible reception. In case of greater
distances or many intermediate walls, you shall use radio repeaters.

For the operation of the radio device you shall not only assign the device, but you shall set
the zone to operate as a radio zone, as described in section M11.1.2 Zone type
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M11.16.2 RF sensor programming "B"

The second (secondary) radio sensors can be assigned here, the same way as described in the
previous section.

M11.16.3 RF remote key programming
A key-ring radio remote control (with 2 or 4 buttons) can be assigned to each user, the same
way as it was described about the assignment of radio sensors.

M11.16.4 RF key assign
To the buttons of key-ring radio remote controls you shall set what functions they should
initiate.
You shall assign to each buttons of the remote control any of the functions described below.
- Arm Partl &Part2
- Arm Partl
- Arm Part2
- Night Arm
- Disarm
- Relayl
- Relay2
- Relay3

In the last three cases it starts the relay with the delay and timing that was chosen at the
relay’s setting.

M11.17 Clear all alarm

The installer has the possibility to delete all alarms in process. He can do so by choosing this
menu.
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12. Programming using PC software

12.1. Requirements for programming through PC

Requirements for programming through direct serial port:

- PC or laptop with Windows XP or 2000 operating system (it is recommended the use of
machines having onboard RS232 port connector, the use of USB/RS232 adapters may cause
data transfer faults)

- GSM Ultimate remoter software (the use of most recent version is recommended)

- RS232 link cable

Requirements for programming through GSM data call:

- PC or laptop with Windows XP or 2000 operating system (it is recommended the use of
machines having onboard RS232 port connector, the use of USB/RS232 adapters may cause
data transfer faults)

- GSM Ultimate remoter software (the use of most recent version is recommended)

- RS232 link cable

- GSM modem + SIM card (T.E.L.L. GT-64 is recommended). For remote programming
the GSM data call service must be enabled on both SIM cards (placed in the modem
and in the GSM Ultimate module) for both ways (initiate and receive calls) !

Requirements for programming through TCP/IP connection:

- PC or laptop with Windows XP or 2000 operating system (it is recommended the use of
machines having onboard RS232 port connector, the use of USB/RS232 adapters may cause
data transfer faults)

- GSM Ultimate remoter software (the use of most recent version is recommended)

- T.E.L.L. IP-Bridge interface module connected to the GSM Ultimate panel using
null-modem link cable and connected to the internet
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12.2. Using the programming software =

e Install the CD provided with the product on the PC
o Start the GSM Ultimate remoter software

e After pressing "Select serial port" button, select the
physical serial port where you have connected the GSM
Ultimate module or the GSM modem

e Enter the installer master code of the GSM Ultimate
module in the corresponding field (default setting:
1111)

e In case of programming through the internet, enter the
[P address of the GSM Ultimate module (IP Bridge
module) and the TCP/IP password in the corresponding
fields (default password: 1111)

e In case of programming through GSM data call, enter
the phone number of the GSM Ultimate module in the
corresponding field (phone number of the SIM card
placed in the GSM Ultimate module) using a format
that assures the initiation of the call through GSM)

e Press "Open serial port" button

e In case of programming through the internet, press
"Connect" button to establish connection

e In case of programming through GSM data call, press
"Dial" to establish connection

e The established connection may be interrupted by
pressing "Disconnect", respectively "Hangup" button

GSM-Ultimate v1.34 (dv.2) [ |[B]X)

Select zerial port: |

K.ommumkacios port [COM1]

Open serial port ‘

Tupe in the Mastercode: 1111

Type in remote |P address
123456789

TCPAP password: |1111

Connect | Dizsconnect ‘

Phone number far remaote connection:

| 36301 234567

Dial | Hangup ‘

Set module parameters

Short eventlist

Get module version

Module clock adjust

Stop all alarm

Show module status ‘

Teach Radio devices

12.3. Setting parameters

After the connection has established, setting the parameters

of the GSM Ultimate module becomes possible. Pressing
the "Set module parameters" button opens a new window
where settings can be downloaded from the module,
uploaded to the module, imported from file, saved to file
and compared using the corresponding buttons.

The parameter setting window appears by pressing "Edit
parameters" button, where the following parameters can
be costumized on different pages:

- Zones

- Users

- Events

- Relay outputs

- Phone numbers

- Radio devices

- LCD keypad

Block 1 Block 2 Block 3 Block 4
Block & Block & Block ¥ Block 8

Head from File Save to File ‘

¢-- Read parameters from module ‘

--» Write parameters to module ‘

¢--» Compare parameters with module ‘

Edit parameters ‘

Stop
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12.3.1. Zone settings

2 |GSK-Ultimate Edit parameters
Zones lUsers ] Events] Rielay outputs] FPhaone numbers & other settings | Radio device settings] LCD-Keypad]
@ = u o -~ . $ N Night l'fa“(
“y8 PR §F Eggg 38 2<4 284 3% ¢ 5 =
iy $9.4 5388 S8 % dy FA g E
2 2 & m3 =5 9 B o S g g EC Night Arm Zone name
2 TR -gr ﬁ -=-|- :z % - i = 3—% EE Setting {max 10 char)
1Zone W | coac||cecc 5 25 2[5 #0 20 2 |awassmed -] [Entrance
2Zoe P W | CoEc||cac o5 &b 20 #0 2|0 # |Awapshmed ~| |Livingroom
3Zone WL | OO & C &0 & |5 ﬂ |U ﬂ |D ﬂ |D ﬂ |D ﬂ |Armed,Trackerj |Diningmum
4Zoe PRI | CcoE o || coce 5 2o 2o 20 2|0 2 |AwapsAmed ~| [Panic but
5Zoe W | ||cacco (s 2o 20 20 20 2 |swasamed ~| [Kitchen
BZome P | Coac || caco |5 #p 2o 20 2|0 2 |awapsimed ~|[Bedrooml
tZoe W T | oo ||caco s 2o 2o 20 20 2 |twayssmed ~||Bedroom2
BZme P | Ccoac||coac |5 #p 2o 20 2|0 2 |saterZome ~||Bedroom3
9Zoe W |ceac||coac |5 2o 20 2o 2|0 2 [smed Tracker ~| [Comidor
Wzme W coac || coac |5 2o 2o 20 20 2 |Awapsimed ~||Bedroomd
NZome W | CCcw | |ecce |5 20 20 2|0 2240 2] |Awaystimed _~| |Garage
12Zme W coce | cocc |5 30 2o #[0 2240 %] [Aways imed ] [Aux build.
| Store changes | Cancel changes |

- Silent zone

- Zone cover time

- Night walk duration

- Night Arm setting

- Zone name

: the zones enabled here are bypassed even when armed, the signals of

these zones are ignored by the alarm control panel. Switchig off the
bypass function is not performed automatically, the bypassed zones
can be switched back to normal operation only using the software
the same way or the LCD keypad.

: zones enabled here perform silent alarm

: zones enabled here take over the properties of the first violated zone
: the zone initiates alarm at the effect of short circuit on its input

: the zone initiates alarm at the effect of short circuit interruption on

its input

: the zone uses loop resistors (1k)

: the zone uses a wireless detector

: the zone is common, belongs to both partitions

: the zone belongs to Partition 1

: the zone belongs to Partition 2

: the zone is always armed, even if the system is disarmed

: the shortest time the zone must be activated in order to initiate an

alarm (tenth seconds)

: zone entry delay (seconds)
: zone exit delay (seconds)
: the zone will not initiate an alarm on the first signalization, only if

there are at least two signalizations from the specific zone within the
time set (minutes)

: “zone cover* event is generated if no signalization is initiated from

the specific zone for the time set (minutes)

: the maximal time for the night walk, for which the zones set are

ignored by the alarm control panel
- Starter Zone: the first zone to be violated during the night walk
- Armed, Tracker: further zones to be violated after the starer zone
- Always Armed: operates according to day settings at night as well
- Disarmed: does not initiate alarm in night arming mode

: zones can be named as desired
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12.3.2. User settings

® | GSM-Ultimate Edit parameters E”Eg|
Zones  Hsers l Ewvents I Relay outputs | Phone numbers & other settings | Radio device settings | LCD-Keypad ]
: ™ Change Master Code:
Uzer Rights s 3 g . ;T ) % E E ag g gg § ======
g vs-:3:3i8giii?g
§ 5 = g 3 2 s = z 2 é T F & % g Username User Code
-~ ~m 3 3 9§ 4 B 2 % 3 7 1] g 3 & = {max 10 char) (4 or & digit)
1. User v W W W v v v w W W ¥ |Andrew =
2 User N ™ B R ™) v v, ¥ ¥ W W  |Barbara ===
3. User v v W vl v v v W W ] |Carl [
4. User [ vl v v v W IDennis | """
b User W v v v W v |Elhan | ======
B User v v v v oW |Frank | """
7. User W v v W |Eenlge | ======
8 Usger vl [v] vi v v |Helen | """
9. Uszer v I |Ian | ,,,,,,
100 Usger | | """
11, User | | """
12 User | | """
Store changes Cancel changes
Setting user rights:
- Partition1. : the user has the right to operate Partition 1
- Partition2. : the user has the right to operate Partition 2
-Arm_ : the user has the right to arm
-Disaom : the user has the right to disarm
-Codechange .. : the user has the right to change own user code
- Editusers : the user has the right to modify other user's settings
-Error st : the user has the right to view the troubles list
-Clock adjust___ : the user has the right to adjust the system clock
-Eventlist : the user has the right to view the event list
-Zonememory : the user has the right to view the alarm memory
-Zonebypass.______ ... : the user has the right to bypass zones
- Clr Smokedet. : the user has the right to clear smoke detector signalization
- Phone Arm : the user has the right to arm through phone
- Phone Disarm : the user has the right to disarm through phone
- Phone Rel.set : the user has the right to operate relay outputs through phone
-Voicerecord : the user has the right to record voice messages for events through
phone
- Change Master Code : in cognition of the installer access code, it can be modified here
- Username : users can be named as desired
- User Code : the user's access code
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12.3.3. Event settings

=

= GSM-Ultimate Edit parameters

Zones] Users Ewents ] Relay outputz | Phone numbers & other zettingz | Radio device zettings | LCD-Keypad
e t1t2rane 51525354 Conta SMS message * e
01, IN1 dbarm H3e WM T MM ¥ [ [ = i‘
02IN1Restors (138 WWIIT FFEIT F | =
03. IN2 Alarm 130 MM T MWW F  |dms 2 =
04IN2Festos (138 WWI T WM F | 0 =
05. IN3 Alarm 1308 FMITT FEICT W [Aams 3 3
06.IN3Restore (138 MRWIIT MM V| =
07 INd Alam 138 MWD WD W |dams 4 3
03.MN4Restore (138 MRMI T MM V| =
09. IN5 Alarm 138 MM MFEITT W |tms 5 =
10.INSRestore (138 MR MM V| =
11. ING Alarm 138 MM MFEIT W |dms 6 =
12INGRestors. (138 MRWI T MM V| = =
*: The § character in the SMS text will be replaced with the name, the # character will be replaced with the number of the user ar zohe.
Store changes ‘ Cancel changes |

Setting events and call directions:
The extreme left column contains the events perceived by the GSM Ultimate.

- Contact-ID code: a desired Contact-ID reporting code can be assigned to each event, which code
is necessary for reporting to monitoring station.

- C1-C4: enables reporting to 1-4. user phone numbers using GSM voice call. It can be set for each
event, which of the four user phone numbers to be notified at occurrence using GSM voice call. The
desired phone number's checkbox has to be enabled.

- S1-S4: enables reporting to 1-4. user phone numbers in SMS message. It can be set for each event,
which of the four user phone numbers to be notified at occurrence in SMS message. The desired
event's checkbox has to be enabled.

- Central: enables reporting to monitoring station. It can be set for each event whether to be
reported at occurrence to monitoring station or not using Contact-ID reporting through GSM voice
call. The desired phone number's checkbox has to be enabled.

- SMS message: a desired SMS text can be assigned to each event (max. 20 characters), which will
be sent at the specific event ocurrence in SMS to the user phone numbers enabled in columns S1-
S4. At sending the module substitutes the "$" character written in the text of the SMS with the name
of the zone or user, and "#" character with the ordinal number of these.

- Voice number: recordable voice message can be assigned to each event by selecting its memory
address. The selected voice message will be played when the GSM Ultimate calls the phone
numbers enabled in C1-C4 columns at the occurrence of the specific event. The voice messages can
be recorded through phone call to maximum 12 memory addresses, by entering the corresponding
commands. See chapter 7. on page 11 and chapter 9. on page 12.
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12.3.4. Setting relay outputs

® | GSM-Ultimate Edit parameters E”EE|
Zones] Uszers ] Ewventz Relay outputs ] Phone numbers & ather settings] Radio device zettings | LCD-Keypad
7E 38 FE
T T o o
ETE $% 25 RELAY 1
o =} =]
S3 23 53 Start Deelay (0-255 sec) - g =
) - b amirnal OM time [0-265 sec] : 2 =
00. Control via phone call |72 (" Y A O -
01, IN1 Alarrn BE =B B
02, INT gx sa Ew RELAY2:
5 estore
Start Delay [0-255 zec) : 0 :
03 IN2 Al BE BHE N
o Masimal M time (0-255 sec) 7 B
D4. IN2 Restore HE HE
06. IN3 Restare HE HE BEE Start Delay [0-255 zec) 0 :
07, IM4 Alarm BE e o EE tawimal ON tirme [0-255 sec) : 255 4
08. IN4 Restare H E EEH A EE
Store changes | Cancel changes

On this page the three relay outputs can be configured (Relayl-Relay3).

- 00. Control via phone call: In this row the control through phone of the relay outputs can be
enabled or disabled.

In the followings relay output operation can be assigned to events, which relay to turn on or off at
the effect of the specific event.

- Start Delay: a delay to activation of the specific relay from the occurrence of an event set to
operate this relay can be set between 0-255 seconds.

- Maximal ON time: Time of activation of the specific relay can be set between 0-254 seconds. By
setting value 255, the relay will operate as bistable.
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12.3.5. Phone numbers and other settings

=

= GSM-Ultimate Edit parameters

Zones] sers I Events] Fielay outputs | Phane numbers & other settings l Radio device settings] LCD-Keypad

Acknowledgement Siren output settings ;
1.Phone number [0 6 301234567 |0- Noack. i
2 Phane number |EI B7|0(1]2]3[4|5|6|7 |D- No ack. ﬂ =
|D-S|ren12\f [Marmal state=0, Alarm=12] ﬂ
3.Phane number | |D- Mo ack. j
4 Phane rumber | |0~ Mo ack. w| | Start Delay [0-255 sec) 0 =
1.Central Ph.rr. |EI E11 234567 M aximal OM time [1-25 min) : S
2.Central Ph.rr. JD 611234568 ouT 2
User ID 12314 |2-Fi>:'|2\-"0ulput ﬂ
SMSforward |03 0012314567 Start Dielay (0-255 sec): q
M aximal OM time [1-25 min) : 1 =
Armn/Dizarm method on A B inputs . {0 : Select Sl e ) >
: o : [~ Start OUTT, OUT2 on zabotage,
taimal Alarming time (5-25 min] |5 = even if the module iz disarmed.
b amirmal number of alarms fram one Zone: 37 .
[0-25 , O=no limit) it Time of testevent (Whemm)]  [05:20
Auto Arming, if no movement far given time : =
[1-285 hourg, D=Auto arming OFF) g - Frequency of testevent (0-255 days) |1 -
Store changes ‘ Cancel changes |

- 1-4. Phone number: user phone numbers, to which the alarm panel initiates GSM voice call and
SMS message according to the settings on "Events" page.

- Acknowledgement: it can be set for each user phone number, how the alarm GSM voice call has
to be acknowledged. Selection possibilities:

- 0 No ack. : the event is acknowledged by picking up the phone

- 1 *=ack. : the event must be acknowledged by pressing * button on the
phone, else the alarm panel keeps on calling till the * button
is pressed or the alarming time expires.

- 2 *=ack., # =stop : the event must be acknowledged by pressing * button on the
phone, else the alarm panel keeps on calling till the * button
is pressed or the alarming time expires. Reporting the
specific event to further user phone numbers can be stopped
by pressing # button on the phone.

- 1-2. Central Ph. Nr.: monitoring station phone numbers, to which the alarm panel sends Contact-
ID reporting through GSM voice call according to the settings on "Events" page.

- User ID: user identification number provided by the monitoring station used to identify the alarm
system when reporting.

- SMS forward: SMS messages received by the SIM card placed into the GSM Ultimate are
forwarded to the phone number set here.

IMPORTANT: Never set here the telephone number of the SIM card placed into the alarm
control panel, else the module will start an infinite loop of SMS messages to itself right after it
receives the first one, causing significant expense !
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- Arm/Disarm method on A,B inputs: arming/disarming methods can be selected out ot four kinds
after pressing "Select" button:
- 0 Arm/Disarm on Keypad only : the alarm system can be armed/disarmed only using
the LCD keypad
- 1 Switch
- 2 Impulse 2 kind } : these modes depend on wiring, see chapter 3.2, page 6.
- 3 Impulse 1 kind

- Maximal Alarming time: it can be set between 5-25 minutes, how long the alarm panel should
make attempts to perform all types of reporting about one event. If this time expires and not all
repotings are accomplished (voice calls, SMS, Contact-ID), then the alarm panel stops the reporting
process and that specific event will no longer be reported. Reporting other further events will
continue, but still untill the time set here expires starting from the occurrence of the specific event.

- Maximal number of alarms from one zone: it can be set between 0-25, how many alarm signals
to be accepted by the alarm panel from one zone within one arming/disarming period. Alarms from
one zone which exceed this setting will not be reported. If value 0 is set, the number of alarms is not
limited.

- Auto Arming, if no movement for given time: the delay afer which the system will arm
automatically can be set between 1-255 hours, start of the delay is calculated from the status when
no movement is detected on any detectors. This function is disabled if value 0 is set.
- Siren output settings: settings of OUT1 and OUT2 siren outputs can be performed here.
Selection possibilities:
-0 - Siren 12V : output voltage is originally OV, switches to 12VDC on alarm
-1 - Siren OV : output voltage is originally 12VDC, switches to OV on alarm
-2 -Fix 12V output : output voltage is continously12VDC
- Start Delay: delay from alarm to output activation can be set between 0-255 seconds

- Maximal ON time: output activation time can be set between 1-25 minutes

- Start OUT1, OUT2 on sabotage, even if the module is disarmed: if enabled, the OUT1 and
OUT?2 outputs will activate at tamper effect even if the system is disarmed.

- Time of testevent: time of day for test report sending can be set here (hours:minutes).

- Frequency of testevent: it can be set between 0-255 days, how often the alarm panel should send
a test report. If value 0 is set, the alarm panel does not send test report.
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12.3.6. Radio device settings

= |GSM-Ultimate Edit parameters
Znnes] Users ] Events] Felay outputs | Phone numbers & ather settings LED-Ke_l,lpad]
RF keyholder button function setting
1_Button 2_Button 3.Button 4 Button
[ 4-button device -» Black | [ 4-button device -» Red ) [ 4-button device -» Green ) [ 4-button dewice -» Blue |
[ 2-button device -» Green | [ 2-button device -» Red |
1. User i.t'-‘«rm Part1 2 j IDisarm _:J |F|e|ay1 j |F|elay2 j
2. User st Part 1.2 x| |Disam x| |Relyt x| |Relayt ~|
3 User |&sm Part12 x| |Disam x| |Relay! | |Relapz |
4. User |.t'-\rm Part1 _vJ |Disarm ﬂ | L] | _vJ
5 User |&ym Part -] |Disarm - |- | |- |
E. User |.t'-\rm Part1 ﬂ |Disarm _vJ | j | j
7. User I.t'-\rm Part2 ﬂ |Disarm LJ | L] | ﬂ
8 User | Part? ~|  |Disam ~ |- | |- |
9. User | Part2 ~| | Disarm _ZJ |- | - ~|
10 s - S < F B =]
1. s - S < F S -]
12 s - S < F B <]
Store changes | Cancel changes ‘

The GSM Ultimate type RF alarm control panel accepts 2 and 4 channel remote controls of ELMES
production, one to each user, with which the system can be armed/disarmed as well as the Relayl-
Relay3 outputs can be operated according to the settings.

It can be set for each user which operation to be performed by the specific button of the specific
remote control.

Selection possibilities:

- Arm Partl1 &2 : arm Partition 1 and Partition 2 at the same time

- Arm Partl : arm Partition 1

- Arm Part2 : arm Partition 2

- Night Arm : arm night zones

- Disarm : full system disarm

- Relayl : activate Relayl according to relay output settings
- Relay2 : activate Relay?2 according to relay output settings
- Relay3 : activate Relay3 according to relay output settings
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12.3.7. LCD keypad settings

= | GSM-Ultimate Edit parameters

LCDO-hacklight Doorbell function
+ 0- LCD backlight AUTO (Off/Fulll - Kevboard light AUTO W N1 signals
[ IN2 signal
¢ 1- LD hacklight AUTO (HalffFull) - Keyhoard light AUTO W
" 2- LCD backlight ON - Keyhoard light AUTO [ IN4 signals
[ INE signals
" 3- LCD backlight OMN - Keyboard light OM [ INE signals
. . [ IN? signals

L3 = =
4- LCD backlight OFF Kesvboard light OFF [~ I8 sigrals
[ IN9 signals
[ IN10 signals
[ IM11 gignals
v Mute keppad if night armed [ IM12 signals

|v Eevpad beep zignal on alarm
[ Enable Qiuck Arm [ Holding down key 1 long = Part1, 2=Part2, 3=FPart1&2, 4 =Might Arm ]

|v Enable Zone Dizplay [ Holding down key 7 long = Zone Display Off |, 8 = Display zone numbers, 9 = Display zone names |

Store changes ‘ Cancel changes |

- LCD-backlight:

- 0-LCD backlight AUTO (Off/Full) : LCD and keypad backlight turns on at full intensity
when a button is pressed, then turns off after usage.

- 1-LCD backlight AUTO (Half/ Full)  : LCD and keypad backlight turns on at full intensity
when a button is pressed, then switches to half
intensity after usage.

- 2-LCD backlight ON / Keyboard light AUTO: LCD backlight is continuously on at full
intensity, keypad backlight turns on when a button is
pressed, then turns off after usage.

- 3-LCD backlight ON / Keyboard light ON : LCD and keypad backlight is continously on

- 4-LCD backlight OFF / Keyboard light OFF  : LCD and keypad backlight is continously off

- Mute keypad if night armed: if enabled, the keypad sounds are disabled in night armed mode.

- Keypad beep signal on alarm: if enabled, the keypad emits a continuous beep for 20 seconds if
an alarm occurs.

- Enable Quick Arm: if enabled, the different arming methods become possible using the
corresponding function keys, without entering a user code. See chapter M11.13.3.3, page 26.

- Enable zone display: if enabled, display on the LCD keypad with zone number or zone name of
recent active zones can be enabled/disabled using the coresponding function keys. See chapter
M11.13.3.4, page 26.
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12.4. Finalizing parameter settings

After parameter setting is finished, press "Store Changes" button to confirm the modifications. If
you do not wish to apply the modifications, press "Cancel changes" button. In this case the
program closes the settings window without storing the modifications.

After the modifications are performed and stored, the new settings can be uploaded to the alarm
panel and can also be saved to file by pressing corresponding buttons. The new settings take effect
only if they are uploaded to the alarm panel by pressing the '"--> Write parameters to
module" button !

12.5. View short event list

After pressing the "Short eventlist" button a new window appears where the latest 90 events can be
downloaded from the module. To start downloading press "Read eventlist" button.

= GSM-Ultimate Short eventlist E]@@

NI, Date/Time |Event |ZDne.f'L|ser |T1 |T2 |T3 |T4|S1 |52|s3 |s4 |Eentl |Slatus | ”
E4 02/08 - 09:.47 Armed Part.1 13, Master SRR G R N N U U O ok,

E5 02/08 - 09.32 Dizarmed Part.2 13, Master SR GO N N N R S I ok,

EE 028/08 - 09.32 Dizarmed Part.1 13, Master SRR CH N N E R N I oK.

E7 02/08 - 09:32 IN12 Restore 12 SR N N N N R C A -4 STOP

E3 028/08 - 09:32 IM12 &larm 12 RO S S O O O S STOP

E3 028/08 - 09:32 Armned Part. 1 14. Autarnat. SRR GO N N N R S I oK.

70 028/08 - 09:25 Dizarmed Part.2 13, Master SRR CHE N N CR ER EE S oK.

71 03/08 - 09:25 Dizarmned Part.1 13, Master =3 - N E o GO O e oK.

72 08/08 - 09:25 IM12 Restare 12 SR G R E N U C R 4 STOP

3 08/08 - 09:25 IM12 &larm 12 AoOAOR H K o x B R K STOP

74 03/08 - 09:24 Armned Part.1 14. Autarnat, S CHN C N N R R R oK.

e 03/08 - 0915 Dizarmned Part. 2 13, Master = A o E R o E oK.

76 03/08 - 0915 Dizarmned Part.1 13, Master SR G R N N R N A oK.

7 038/08 - 09.15 Armmed Part. 2 13, Master C N O N G O O oK.

78 03403 - 09:15 Armed Part.1 13. Master CE X O CEN I CO CH ER B oK.

79 03/03 - 09:13 Dizarmed Part.2 13. Master LT I O N R O e L B oK.

a0 03403 - 09:13 Dizarmed Part.1 13. Master R I O R R O O i oK. ™

Head eventlist ‘ Read User/Zone names Cloze Window
Eventlist loaded.

Columns of the event list:

- Nr.: ordinal number of the event in the list

- Date/Time: event occurrence date (month/day) and time (hours/minutes)

- Event: event description

- Zone/User: zone/user ordinal number or name (names assigned to ordinal numbers can be loaded
by pressing "Read User/Zone names" button.

- T1-T4: report sent to 1-4. user phone numbers through GSM voice call

- S1-S4: report sent to 1-4. user phone numbers through SMS

- Centr: report sent to monitoring station

- Status: event status when downloaded:

- OK : report accomplished
- Active : report in progress
-STOP : report has been stopped
Signs of columns T1-T4, S1-S4 and Centr:
"X"  :reporting is necessary to the specific phone number
" : reporting is not required to the specific phone number or reporting has already been
accomplished.
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12.6. Module version query

GSM-Ultimate Remoter

By pressing "Get module version" button
information is displayed regarding to alarm panel's
software version, its language and date.

Program wersion: v1,46H2008.04.25  (Dataver=z)

12.7. Monitoring module status

By pressing "Show module status" button a new window appears where inputs, outputs, status of
the partitions and GSM reports, voltage levels, GSM signal strength and the internal temperature of
the alarm panel's modular phone can be traced.

= GSM-Ultimate Status E@@

Inputs
IN1 | IN2 | IN3 | IN4 | INS | ING
Default State Default State Default State [efault State Default State Default State
Open Open Open Open Open Open
IN7 IN8 IN9 IN10 IN11 IN12
Default State Default State Default State Default State Default State Default State
Open Open Open Open Open Open
1.Partition state 2.Partition state Accumulator AC Input A Input B
Dizarmed Dizarmed 12,30 13,8V (114 Open Open
Outputs
RELAY 1 RELAY 2 RELAY 3 ouT 1 ouTt 2 Keypad 12% Fix 12
OFF OFF OFF ov ov 12¥ 12V
The last 8 event; State meszages from the module:
Date/Time  |Event |zu |c1|c2|ca|ca|s1|s2]s3]s4|cT|State | |CID:000018313000003 ACK OK
A (O GSM power low |- i O S PO (S S O S ) Bagscal
2 [08/26-10:25  AC fault - == - - |- |- - | [Active
3 |0B/26-10:25  Timer lozz - === s - - - e |X |Active
4 [08/26-10:256  Sabotage Restore Z2=0 - - - - - - - |- - |QOKE.
5 [08/26-10:25  Timer loss - e 1 OdE gheTle [EOR o |@ES
E [08/26-10:25 Sabotage Restore Z=0 - - - - - - - |- - |QK.
T O|08/26-10:25  Sabotage Restore Z=0 - - - - - - - - - QK
8 |0B/26-10:25  Timer loss - P U P O P O T ()
Load zone names ] G5M power(0-31]: 18 [HEEN Module Temp: 33C° Clear message window
Stop all alarm | Part1 Disarm| Part2 Dizarm Part1 Arm Part2 Arm
Functions of the buttons:
- Load zone names: loads the names assigned to ordinal numbers
- Clear message window: clears the content of the state message window
- Stop all alarm: stops all calls in progress and the alarming process as well
- Partl1,2 Disarm: disarms partitions 1 and 2
- Partl,2 Arm: arms partitions 1 and 2
- Close window: closes the monitoring window

The value on the left side of the Accumulator window represents the latest measured battery
voltage while the one on the right side represents the recent voltage on the battery terminal.
Columns and signs of the event table are the same as the ones of the event list. See chapter 12.5,
page 40.
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12.8. Checking / adjusting internal clock £ GSM-Ultimate Clock adjust

Read date and time from the module ‘

This option provides possibility to check and
SyIlChI‘OIliZG the module's internal clock with Set the clock of the module according to the PC clock ‘
the clock of the PC used for programming. To
open the clock settings window press
"Module clock adjust" button.

12.9. Learning wireless devices

= Teach Radio devices

Radio Sensors

1M1 IN2 IN3 IN4 IN5 ING IN7 IN8 IN9 IN10 IN11 IN12
A A A A A A A A A A A A

Teach | Teach | Teach | Teach | Teach | Teach | Teach | Teach | Teach | Teach | Teach |

B B B B B B B B B B B B

Teach Teach | Teach | Teach | Teach | Teach | Teach | Teach | Teach | Teach | Teach | Teach |

R adio Remote Control Devices

1.Uszer 2.User 3.Uszer 4 User 5.User 6.User 7.User 8.User 9.User | 10.Uzer 11.User |12 User

Teach Teach Teach | Teach | Teach Teach | Teach | Teach Teach Teach | Teach | Teach |

Delete all B adio device I Strength of the last RF zignal [0-63); i Cloze Window

The window that serves learning of wireless detectors and remote controls appears by pressing
"Teach Radio devices" button.

Radio Sensors:
In the case of GSM Ultimate type "RF" alarm control panel, maximum 2 pieces (A and B) of
wireless detectors of ELMES production can be assigned to each zone input by learning.
Learning procedure:
- Press the "Teach" button of the desired zone input (the red LED found on the RF module on
the panel blinks for 30 seconds, this is the time available for learning).
- Generate 2 consecutive signals within the time available for learning from the wireless detector
wished to be assigned to the specific zone.
Radio Remote Control Devices:
The GSM Ultimate type "RF" alarm control panel accepts 2 and 4 channel remote controls of
ELMES production, one to each user, with which the system can be armed/disarmed as well as the
Relayl-Relay3 outputs can be operated according to the settings.
For remote control settings see chapter 12.3.6. , page 38.
Learning procedure:
- Press the "Teach" button of the desired user (the red LED found on the RF module on the panel
blinks for 30 seconds, this is the time available for learning).
- Within the time available for learning, press twice any button of the remote control wished to
be assigned to the specific user.
Delete all Radio device: this button erases all wireless devices from memory.
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