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Introduction to PR Master 4.0 4

1 Introduction to PR Master 4.0

Roger Access Control Syatem

RACS
PR Master

WERSIOM

Copyrighl & 13%3-2004, Rager g, Al rights ressrved

PR Master 4.0 is a program to supervise access control system based on control panels CPR-32
and PR controllers delivered by Roger Company.

The application is adapted to work in operating systems: Microsoft Windows 98, Windows NT,
Windows 2000 and Windows XP.

e The software package can also function in Windows 95, however update of this systemis
neccesary. Detailed update procedure description is on www.roger.pl site.

e The most stable work of RACS software can be achieved with systems Microsoft Windows XP
and 2000.

Main features of PR Master 4.0:

operate with access control system database,
configurable database backup files,

configuration export/import to/from external XML file,
automatic or interactive system events reading,
events registry review and reports generation,
events export to text files and payroll software,

user time and attendance in defined system areas,
interactive commands to controllers,

real-time online events display,

events monitoring on local and remote computers,
event notifications to email accounts,

online events reports to TXT files,

operator selectable filtering of events,

event notifications to email accounts,

visualization of system work on graphic background (object map).

© 2004 ... Roger Sp. J.
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Glossary

Here are main concepts and definitions applied in following instruction. Many of the words or terms in
this guide have more common definitions than used in industry. In this guide, we've used them
specifically in the context of access control system. For this reason, the following glossary of terms
defines these terms as used in this guide.

The most important concepts related to RACS:

¢ RACS - Roger Access Control System is a network access control system based on PRxx1,
PRxx2 series controllers, PRT identification terminals (readers) and optional CPR control panel.

e AC - Access Control

e T&A - Time and Attendance

e Control panel (CPR) - element of RACS system, function as external events buffer,
synchronize real time clocks of all controllers, manage access rights on controllers PRxx1 series.

Control panel presence in RACS is optional and results from functional expectations.

e Controller - device which controls users movements within precints of one passage (one-way or
two-way). In case two-way passage, two access-points are required.

¢ Terminal - remote device (reader) which main purpose is to read identifier and send data to
controller for further converting. Identifier can be e.g. proximity card, PIN code, fingerprint.

¢ Proximity transponder - electronic chip with unique code included, which reading is carried out
with no-contact method. Transponders are offered as: ISO card, PVC card,

¢ Access Point - passage (entry/exit) where access is controlled by a controller.

o User - person registered in the access system database.

o System operator - person allowed to operate and supervise RACS system.

¢ Events history - pack of events registered during system work.

o Events buffer - battery sustained electronic memory where events are stored

¢ Monitoring Mode - working mode of PR Master, which consist in events visualization in a real

mode. When PR Master remains in a Monitoring mode, occurred events are immediately
appended to system database and are available to export and report generating.

Using Help

To better understand this instruction and make using PR Master easier, we applied many types of
callouts, notes and symbols. Every element of this help is used to different purposes.

© 2004 ... Roger Sp. J.
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Types of callouts used in Help:

Description to Callout with wellow background and blue borders is applied to
prograrm function explain options, functions of the program windows and its contents

description to Blue textwith shaddow dectibes zoom or selected
selected areg  'edions of windows

e
Areawith blue outline is used to zoom or mark important part of
windows

Click an the
buttan Describes interactive links
QN _— Underthe light bulb symbol are hints, tips and warnings
otice: .

about operating pragram

See also: Here are additional links associated with topics. [t appears

Lirk inside the text too.

Text from paragraph Blue text identifies a key words of the topic.

© 2004 ... Roger Sp. J.
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Install and register program

Software package is delivered on ROGER CD-ROM and available to download on www site
www.roger.pl.

To installRACS software from CD-ROM click on start.exe
PR Master package consist from programs:

e PR Master
e Language Selector
e Remote Monitor

Programis installing in English language version. To change language you should:

e Choose from menu Start-> Programs -> Roger ACS 4.0 - > Selectlanguage.
¢ Andthen selectlanguage

Roger Software language selechor
Select language for BACS Software Cancel |
| <5elect Language: ;I

First start of PR Master

In case when RACS package is installed on Windows XP with Service Pack 2 you should configure
Windows Firewall properly. When you run PR Master for the fist time following window will appear:

© 2004 ... Roger Sp. J.
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& Windows Security Alert

iﬁ To help protect your computer. Windows Frewall has blocked
zome feahures of this program_
Do you want to keep blocking this program?

g_::. Mame: Configuration application for access control
| Publisher: ROGER Sp.)., 82-416 Gosciszewo 59, Poland, hitp./frane.rogr

Keep Blocking ] [ Unblock ] [ Ask Me Later

Windows Firewall has blocked this program from accepting connections from the
Intemiet ar a network. f you recognize the program or trust the publisher, you can
unblock it. When should | unblock a program?

During the PR Master start, program trying to open ports to listen and communicate with Remote
Monitor applications.

In case when port with default number TCP:64181 and UDP:6789 is already occupied by other

system application following window will appear:

-

Warning

-,

N

The port 10002 {TCP) on this machine is occupied.
The Remote Monitor will not able to connect to PR. Master.

In order to fix this problem dose application which use this TCP part ar change IP port number in Config.ini file

(Section TCP, Key PORT).

Mote: In order to detect which ports are occupied you can use command METSTAT -A which is aviable in command

line.

In this situation you should edit Config.ini file, which is in main directory of PR Master program and
change PORT=64181 to another number e.g. PORT=5555.

@ Note:

Type "netstat -a" command in the command line to check which ports are already used.

To make login procedure more easy, user can apply autologin function. It allows on automatic user
login to program.

To use this function you should make some changes in Config.ini file:

e open Config.inifile e.g. in Notepad
¢ findsection:
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[Autologin]
LOGIN=ADMIN
PASSWORD=
¢ type your LOGIN and PASSWORD

When PR Master start, it check autologin section and next try to login with defined keys LOGIN and
PASSWORD. If login procedure fail, the following communicate will appear and close the
application.

i !

Error

Fault Operator Mame or fault password during automatic login
In order to fix a problem verify LOGIN and PASSWORD in Autologin section of Config.ini file,
In order to disable automatic login the LOGIM key should be empty (LOGIMN=)

To register program, copy licence file "PRlicence.ini" into directory ..\Program Files\Roger\Access
Control System 4.0.

Company Roger Sp. J. provides licence file after receive filled order form licence - file "Order.txt",
which is in the main directory of the program and on site www.roger.pl

@Note:

The software is fully functional even it is unregistered version, however program without licence
file is restricted to eight controllers.

System database of RACS

All PR access system settings and events saved during ON-LINE operations PR Master retain in
system database. The events are appended to system database every time the Read events
buffer(s) or Monitoring function is invoked. It's available to export and import system configuration,
events or both to disk file with (*.xml) or (*.zip) extension. PRMaster allows user to autobackup
(backup configuration) selected data (events, configuration) which can be used in case the database
is crashed.

PRMaster external files:

e Config file with extension *.xml
¢ Events file with extension *.xml
e Backup file with extension *.zip (configuration + events)

To create new system configuration file, choose File -> New, from main menu.

© 2004 ... Roger Sp. J.
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Confirm I

@ Save existing configuration andor] event history befare removing data?

MNa | Cancel |

@Note:

It's very risky operation, should be careful and save file before creating new database.

PR Master application enables user to work with:

¢ Local system database - locally on PC computer
o Network system database - shared in local network,

Local system database is in main catalog of PR Master program. Network system database is
shared for many computers in local network by setting permissions for users.

5.1 Local system database

Local system database is used in installations on the one PC computer. It's the best solution, when
there is no need to control and configure system from many computers.

© 2004 ... Roger Sp. J.
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5.2

Network system database

Operation with network system database enables to configure and control RACS system from many
places in local network. System database is shared with all or selected network users by setting
permissions. PC computer which connect with network database requires PR Master applications
installed.

This system feature is very useful, especially when many users utilize system database resources.
It's also good solution in companies which own wide LAN network and there is a need to full system
control not only from the one computer.

Full RACS system control from many computers in LAN network is available only in case when
communication bus is connected by UT-4 communication interface and works on TCP channel.
Thanks to defined IP address of UT-4 computers communicate with system from every place in LAN
network.

QNote:

In the same time one PR Master application which use database resources can be executed only,
therefore trying to run application on other PC will generate following communicate and close the
program.

[ = =]

Error

@ The another PR. Master program use access control database:

WIN2000 (192.168.0.33)

There is only one PR Master application which can open the same access control database
Close another PR. Master application and try again.

To prepare RACS system to work with network system database you should do the following steps:

¢ Copy Data catalog which founds in x:\Program Files\Roger\Access Control System 4.0,
where x is your system disc,
Paste the catalog to a place in local network where it will be shared for other computers
Share Data catalog in local network (Sharing and security)
Set change and read permissions for all or selected network users
Open Data catalog and delete this files: PARADOX.LCK, PDOXUSRS.LCK,
PDOXUSRS.NET
e Run BDE Administrator from Control Panel on computer which will connect with system
network database.
Following window will appear:

© 2004 ... Roger Sp. J.
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#: BDE Administrator C:\Program Files\Common Files\Borland Shared\BDEADAPI32.CFG
Object Edit “Wiew Optio| Click to apply

changes
= K o o :
| All Databaze Aliazesz Diefinition of RACS_4 0 2

D atabases | I:Dnﬁgu[a[ignl D efinition |

= I% Datahases Type STANDARD
-"g Bazadanpch MS Access DEFAULT DRIMER PaRAD O
#-"g Baea darych Wisual FosPro EMABLE BCD FaLSE
°§' Pliki progranu dB aze FATH YWHNOTEBOOEAD ata _|
°§ Plik:i programu dB ase - Word
7§ Fliki programu Excel Enter path to Data
°§' Pliki programu FosPro - Ward catalog in local network,
=- P 55 BACS_ 402
H-"g TabeleWisual FoxPro

| [

|Database Location. 4

e Select RACS_4_0_2 from list on left. Enter path to Data catalog in PATH field, and next apply
changes by click on blue arrow in widow top menu
¢ Close application.

@Note:

PATH changes should be done on every computer, which connect with network database

System is configured now, and enables to operate with network database.

6 Using program

6.1 Main window

Main window of the program PR Master 4.0 consist of: main menu, operator toolbar, list of access
points and licence information. Operator toolbar is an easier way to access the system functions.
Usually a "hint" is displayed when you move the cursor close icon, field or button.

© 2004 ... Roger Sp. J.
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Mame of current operator
& PR Master 4.0.0 [ADMIN] —|0f x| |

Allow to add and edit access
Qroups

Dpenuserlist, allow to add
and edit their properties

:I.-:.'I:l Zone
MROAATORY - erizance s slon = ore

E - efdlancs s Sores

Allow defining and editing @ IVE -entence e Zora
Time schedules F PEHOUSE - eniance Froducion Zone

Schedules
Open access Zones list, allow L List of access points
edit properies I[='_ -'_i'ﬁj

£0nes

Show Netwark list, allow to add
new networks, send commands
to netwarks and its elements Metwarks Licence for. Roger Spotka Jawna

i
= Gosciszewn 5Y; roger@rager.pl
:m:ﬁi Faximum nurmber of controllers: 32
Star system Monitoring L— i
Fanitaring /\

After registration shows licence
infarmation, in unregistred
vargion shows: DEMO

6.2 Main menu

Main menu contains tools and options of the program.
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Uszerz
Mew £ones
I_ t o i " Metwarks Frint reparts about
iEm|:n:ur » perations an the Controllers 1 current system
Expart... systemn database setlings
Esit Ewentz
Click an menu |
hﬂ PR Master 4.0.0 (ADMIN]
Eile E{;]it Beporz El:umn'qlands Il:u,qlf Help
ronitoring
: Guick User Update
Inztaller TiA modes
[OMAOFF] Mode Schedules Inputz
Huoliday= Bead CPR buffer(s) Eventz

Clear CPR buffer(z]

Program operatorz

Groupz Update spstem LChange paszword
Schedules Update spstem later Lock praogram

£ones

= IJpdate clock[z i

Netwarks pd (2] Options

Aftendance freaz Backup canfiguration
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15 PR Master 4.0 manual

6.2.1 Edit
6.2.1.1 Installer
There is one user in PR system, who doesn't have ID number and is not authorised for door opening
and other system features. He is called INSTALLER. Installer is only able to enter manually installer
programming mode of the controller.
Programming INSTALLER user in PR system is not obligatory.
@ Note:
It is recommended to program RACS controllers only from PR Master. Making any changes in
contents of controller memory in installer or user programming mode causes incompatibility with
program database.
Installer E3
Hame: I.-'-‘-.nn Fierce /
Card code: |no04303581 728 K %ﬁb
FIM Code: [1974
C k
Mﬂmrtnen Stest 12375 Click, here to
Mgztgﬁ;ﬂer}' fee read card code
tel 345 324 123
! ;IJ
Ok Cancel |
6.2.1.2 [On/Off] Mode Schedules

Controller has two work modes: On mode and OFF mode.

Switching the mode [ON/OFF] can be realised:

local with MASTER or SWITCHER identifiers
local with input line configured to function [ON/OFF Mode Control Input]
local with input line configured to function [ON/OFF Mode Reversing Input]

QNote:

using interactive command (Commands to controller)
automatic according to defined [ON/OFF] mode schedule

In case we choose function (local with input line configured to function [ON/OFF Mode Control

© 2004 ... Roger Sp. J.
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Input]), all other methods are automatically disabled.

See also:
Controller properties - options
Add users

Select schedule for zone: Production Zone

[ON/DFF] Mode Schedules Schedule | =] |
Always
Comment 1: I | Mever Cancel |

For Praduction zone

Comment 2 I
|| Far Office zone

| For Labaratory zone

For Secunty zone

Double mode identification
Production £one For Production zone ?’
Office Zone Conditionally entrance Edit
Labaratary Zone Double mods ideptans
Security Zone For Security 2ong Set schedule
Y Y "Alweares" 1o all zones Set Alwaps |

et schedule
"Mewver' to all zones

6.2.1.3 Holidays

Holidays definition specify some days during year period in which controller behaviour is different as
usual. Installer can define some special rules for holidays, PR Master software enables four types of
holidays settings to be defined, H1, H2, H3 and H4.

The holiday definition consist from:

e name of holiday day, (e.g. Easter)
¢ date of holiday, (e.g. 10 of April)
¢ detail settings of holiday (e.g. H1)

For example operator may define "Easter" holiday that will be on 12 of April and in this day system
will use H1 time schedule settings.

Defining time schedules (including access rights), is realised in one-week period (from Monday to
Sunday).

© 2004 ... Roger Sp. J.
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'ﬂ‘ Holidays M=l E3
M ame [rate Type - Add
MNew Vear 1 .January Sunday
E azter Day 10 & pril H1 Delete
Chriztrmas Day 26 December Sunday =
Edit

j ok

In the window [Holiday] choose Day, and then select Type of the day (schedule).
We have days of week and days H1-H4 at choice. Days H1-H4 are utilized to define holidays, for
which different (from defined days) time schedules will be valid.

Hoidap

M ame

IE azter Day

Cray b arth
| 10 j I.-“-‘-.pril j

Typs selecttype of
[H1 de >

Custanm

Custarms

Cancel |

@Note:

Older types of controllers (PRxx1) don't operate holidays.

6.2.1.4 T&AAreas

T&A Areas are defined to generate User Attendance reports. User attendance report shows time of
user entry/exit and stay time in interesting us Area as well.
Time user spending in Area is counted on base entrance/exit from area register.

In difference of T&A reports, User Attendance reports don't consist in defining T&A modes. To
generate User Attendance in Area report should define ENTRY and EXIT readers to/from Area. On
base User Attendance report can count effective user (employee) time attendance, for example: in

© 2004 ... Roger Sp. J.
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Production Zone or Canteen.
To add new Area:

¢ Clickon Add and type name of area
o Define Entry and Exit points (readers) of area

Add new Area

Add

FEIT s ¢ oy osdmcied T34 frmar

i |u |-...u

1001 (PRODUCTION HALL - entrance

L LT H

= Select exit
1Al reader(s) from the Area

select entry
reader(s) o the Area

Delete from lisk |

6.2.2 Commands

Commands sending from this menu concern whole system (all networks).

Read CPR buffer(s) - read events from all networks

Clear CPR buffer(s) - delete buffers of all networks

Update system - send configuration settings to all devices in system

Update system later - send configuration settings to all devices in system at defined time
Update clock(s) - set clocks in system according to PC system clock.

@Note:

Option Update system later is useful especially in big systems, where sending configuration
during users movement might cause problems, and difficulties in object functioning.

© 2004 ... Roger Sp. J.



19 PR Master 4.0 manual

Update system settings later

Tirne:

=

17:40:00 &k =

Ok

Caricel

6.2.3
6.2.3.1

Tools

Quick user update

Quick user update is a very useful tool, which enables to edit, selected or add new user and send

configuration to all controllers immediately.

In difference of normal configuration sending to controller tool Quick user update sends settings of

only one user. Therefore data transfer is much faster.

,H‘ Users: 15 =] E3
L | D | Lzer Name | Type | ThdA 1D | Group | ;I Add
v 0 MASTER ROGER [MASTER] 1234 [Mia group]
222 BLACKBORM JERRY [MORMAL] 1295 Praduction Shift 1
444 HAMET BETTY [HORMAL] 39160 Praduction Shift 1 Delete |
555 MARCH Dalsy [MORMAL] 93351 Praduction Shift 1
928 STAWNDMESS ADAM [MORKAL] 4385 Production Shift 2 Edi |
933 GREEMHOUSE ROGER [MORMAL] 34378 Praduction Shift 2
T|5MITH BEM [SWITCHER] Full [1..45) 1410 Laboratorny Group
333 BEAGLEM AMamMDa [MORMAL] 535467 Labaoratorny Group
777 PETERSEM AMDREE [MORKAL] 3E37 Labaratary Group
55 MNOMWAE JOHM [SWITCHER] Limited [50..99) 52117 Office Group
~" 100 |PIERCE &NN [HORMAL] 1374 Office Group
111 [ADAMSEY Mé [NORMAL] Dffice Group
~" | 33|BERREM JACK. [SWITCHER] Full [1..49] 47825 Security Group — r Show deleted
50 EVERSTOME TOM [SWITCHER] Limited [50..53) 1665 Security Group LIZErs
EEE FINGER IREME [HORMAL] 34583 Security Group ;I
Arrange by: ‘ 1D nurnber = Type = First name = Last name | Ok
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6.2.3.2 T&A modes

This tool is used to define own T&A (Time & Attendance) modes:

To add new T&A mode:

click Add (and set all parameters)

enter Code and Name

type LCD message (controllers with LCD only)

set Direction (select Custom to place your own Mark)
set P/D

We can apply Created T&A modes to Default T&A option in Controller properties ( Controllers ->
Edit -> Terminal )

@Note:

T&A codes in range from 0 to 49 are reserved to predefined types, which can't be edited.

See also:
T&A Report

Fredefined types (red
colar) - editis not
availahle

6.2.3.3

D:u:lelT&.& mode " [LCD message [ Direction |F'rivatex'Dut_l,l |;| Add |
0 Entrance Entrance IM PRIV
16 | Exi Exit auT PR Delete
17 | Oneduty exit ([ODE)
32 Mo T&A [Ignored for TiA) Code LED mesage
Lunch break | [uormh breat
51 Exitto a dactar F::- — -
Communicate j 0K |
Dimciion showed on PR302
" Entance LCD controllers {rmax
- 11 characters)
 Irtnmal doo:
Mok
" Cusiom jour
F/D :
" Piaale
" Ondaly
™ Custom

Types of Inputs

This tool allows adding own types of Inputs to the list. Predefined types of inputs (red font) are not
editable.

If you want to receive information from controller about status of the other device equipments (for
example smoke detector) define your own type of input.

© 2004 ... Roger Sp. J.
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@Note:

Every new defined type of input has default settings:
e armis ALARM event
¢ and disarm (return) is NORMAL event

New type of input can be applied to one of four Input lines of controller (Inputs). Activity of input lines
can be controlled in order to defined General purpose schedule.

'ﬂ Inputs

I:::u:IEI Function

a1 tamentary Tid mode setting input

A6 | Selects predefined Tid Mode - stable type selection ﬂl
57 |Selects predefine: & Input types _ O] x|

B0 |AFE Reset Input
E1 | [DN/DFF]Mode | COde
100 | Smoke detector 100

m tetal detector Funchion

ISkae detectar

Cancel |

See also:

Inputs

Outputs
General purpose schedules

6.2.3.4 Types of events

This window contains list of all events which are registered by the system. Tool allows selecting from
the list ALARM and NORMAL type of event. To change type of event from normal to alarm or
inversely clickon Change type.

Alarm event in monitoring mode is also indicated in "Alarm" window, and causes "Alarms" belt
blinking.
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6.2.3.5

# Event types _ O
Code |Name |Ty|:|e | ;I
4 Door ajar ALARRM Change bwpe |
A Farced enty ALARM —I
g Cantraller set to [OM] mode NORMAL Change type of event
7 Contoller set to [OFF] mode NORMAL MORMAL/ALARM
a Reztart of the controller HORMAL
g AL Tnput QR ALAFR

AL Input OFF HORRMAL
16 Irknown Event

Alarm states of controller:

e Prealarm - the alarm occurs after three consecutive attempts of entering an unknown identifier
repeated in a period shorter than 1 minute.

e Door ajar - the alarm occurs after door remains opened longer than period of time defined by
"Time for door closing" Controller properties - Access.
e Forced entry - the state occurs in consequence of opening door without using controller

Every alarm signalisation on access controller automatically disappears after 3 minutes. Alarm may
be deleted earlier (before 3 minutes) by a valid identifier registered in controller or interactive
command.

System alarm can be cleared from PR Master in following ways:

¢ Networks -> Commands -> Clear all alarms in network
o Networks -> Controllers -> Commands -> Clear alarm on controller (concern selected
controller)

e Monitoring -> Commands (available clear all or selected alarm)

QNote:

When two or more alarms occur on controller in the same time, alarm with the highest priority will
be signalised only.
However, every alarmis indicated in monitoring window and registered in events history.

Program operators

This tool allows user to define new program operators with various access rights to a menu items.
The feature is available for Administer only. It is possible to set password for operator, it will be
required at the start of PR Master (login). Nevertheless normal logged operator of the program can
change his password.

Feature ensures that all actions performed on the PC can be attributed to a particular operator.

QNote:
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1. The password is not displayed nor printed, the system displays the password as asterisks.
2. In Password up to 16 characters is available.

To define new operator should:

Click on Add

Click on Apply to save changes

Choose from main menu: Tools -> Program operators

Enable or disable access to menu items

Program operatorz’ access nghts I

Select PR Master operator:

GUARD

Add operator

Delete operator

Set Paszword

-3_‘_‘_‘_

Enable or dizable accesz to menu items:

[ &Edit | &T kA Areas
I &Reports | 4Goups
[T &Reports | & sers

[T tReports | tZones
[ &Reports | &Metworks
EReports | &Controllers

[

Select All

Clear All

LR eports | &Events
[T &Commands | &Fead CPR buffer(z)
[T &Commands | &Clear CPR buifer(z)
[T &Commands | &Update system

I &Commands | Ukpdate system later
& tCommands | Uptdate clock(z)
&7 5T ools | &Maonitaring

[T &Tools | &5uick user update

[T &Tools | &TE&S modes

[T &Toolz | &lnputs

[T &Tool: | REwents

[T &Tool: | &Change password

I &Tools | &Lock program

[T &Tool: | &0ptions

Choose available

oet access password for
selected operator

optians
for the operatar

Apply

Cancel

]S

|

See also:

Lock program
Change password

6.2.3.6 Change password

Tool enables to change password of currently logged program operator. You should first enter Old
password, next type New password and Confirm.

QNote:

Watch on state of "Caps Lock" button, because program recognises small and big characters.
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Dld paSSWDrd: Ixxxxxxxxxxx DK

Ixxxxxxxxxxx

Mew pazsword: Cancel

.

Corfirm pazsword: I CALTION!

Frogram recognises hig
and small letters

6.2.3.7 Lock program

Tool allows to lock program and protect from others operators. When program is locked, its
minimalised and following window appears.

DOperator login I

] Application "PR Mazter 0k
E nter your name and passward
Cancel
Operatar name: I-ﬁ-DMlN
Pazsword: ||

To unlock program user must enter password of currently logged operator.

See also:
Change password

6.2.3.8 Options

Additional program options:

e Report
e T&A Reports
e Misc

6.2.3.8.1 Reports CSV

In case as Online EVENTS file update option is activated program PRMaster 4.0 in Monitoring
mode continuously appends events to defined CSV file.When Monitoring window isn't opened, every
events receiving from system buffer(s) causes actualisation of this file.

User can select report contents and define properties as well. It's also possible to specify maximal
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size of CSV file.

See also:
CSV Reports

Report | T, repurtsl =L reportz and e-maill bizc I

¥ Online EYEMTS report file update

IF'HE wents oay

EWEMTS file directom
|E:'\P‘F|DGF|:’-‘«M FILESSROGERYWACCESS COMTROL SYSTEE"'I

EVEMTS file size max.[kE] I_'I 000

T
If evvents file size
EVENTS report file format | exceeds defined size,
- S - backup file | ted (0
Define report properties ' 2= fﬁul E;igizje (

]9

6.2.3.8.2 Reports RCP

When Online T&A file update option is activated program PRMaster 4.0 in Monitoring mode
continuously appends events to defined (*.rcp) file. PR Master enables to select appropriate file
format, according to used T&A software.

When Monitoring window isn't opened, every events buffer(s) reading causes actualisation of this file

See also:
T&A report
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Feport  Thd reparts |><ML reports and e-maill hizc I

¥ Online T report update

IF'FEEvents.n:p

TEA report file directony

IE:'\F'FEEIGH.&M FILES\ROGER%ACCESS COMTROL SYSTE o2l
Choose payrall

software to data export

T4 file format

I RCPAccess

Symionia RCP

] Cancel

6.2.3.8.3 XML reports and e-mail

PR Master application allows XML reports generating according to schedule defined by user. Report
contains all events, which took place after the last report generation. Files with precisely date and
time included in file name are saved into selected folder. It's available to generate file report
immediately using Run report now function.
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Report | Tereparts ML reports and e-mai | Misc |

[+ =ML reports active
—Select the time and day(z] to save the =ML report;

I 01:30:00 j Rur report now |

W Mon [ Tue W “Wed[ Thu W Fi [ Sat [ Sun

—Select destination folder:

In:::'xM_l,l documentzherml repartsh, |

After proper e-maill
¥ Send =ML repart &s e-mail attachment | account configuration
allows to send report

£, thel

—E-mail:

Accaunt configuratian exceeds maximum

ak | Cancel

User has availability to send reports by internet. To activate this function activate Send XML report
as e-mail attachment function and configure e-mail account properly. You should enter data in the
Mail Server tab. Information about e-mail server is often sending just after account set up. Enter
password only if server requires it.

M ail Configuration I

M ail Server | E-mail settings I

bail Server [SMTP): Ismtp_pnczta.nnet.pl

Part: |25

Account: Imark

E -mail; Imark@pnczta. oret, pl

V' Pazsword [if required): |71

] | Cancel

Inthe E-mail settings tab should fill in gaps of recipients (To:, CC:, BCC:) and set up Priority of
message. Once the Return Recieptbox is checked a notice from receipt will be required.
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M ail Configuration I

Mail Server  E-mail zettings |

To Iinhn@interia. pl

Subject: IF'HMaster 4

CC: Imax@nlpl
BCC: |
Pricrity: I "I ¥ Fetun Beciept

ak | Canzel

If e-mail account is configured properly, report is send to the selected recipients. Action follows XML
file saving to a disc.

6.2.3.8.4 Misc

Miscellaneous program options allows to:

e Disable DURESS codes in all system

rtI Tid reports  Misc
Disable DURESS

codes in all system
[T Disable DURESS codes

OF Lano=

See also:
Controller properties - DURESS

6.2.3.9 Backup configuration

Function of PR Master allows user to define autobackup. It secures user from any database
crashings.

The basic feature creates backups at the specified time: day and hour, or now [Run backup now].
Backup files are overwrought after number of days defined by user. Should select data for backup:
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Configuration settings or Events History and destination folder.

Backup Configuration I

Check to activate
backup

[+ Enable Autcbackup

—Select the time and day(z] bo run the backup:

I'IE:I:II:I:I:II:I ﬁ Fun backup now |

I Mon [~ Tue W “ed[” Thu W Fi [ Sat [T Sun

—Ovenarnite backup files after following number of daps(z];

) Dvenaribe niow |
—~

Cheerwrite files older
than 31 daws

—Select data for backup:

v Configuration data
v Ewents Hiztony

—Output file ype:
" Uncomprezzed XML files

" Compreszed ZIP file [fast compreszion) ZIP Pazzword:

Ipasswu:uru:l

& Comprezsed ZIF file [nomal compression)

—Select destination folder:
Iu::'xM_l,l documentzh, |

OF. | Cancel

@Note:

Once Compressed ZIP file is selected can also enter security ZIP password.

Groups

@

Groups

In Roger Access Control System users may belong to a various access groups. Being member of
access group determines user access rights in object. All users who belong to the same group have
equal authorization for door opening. Eventually one user may be one group.

Program operator can define time schedules which are defined in a one-week period. According to it
users will gain access to a particular zones. Groups have also access rights to 16 floors, which are
not controlled by any of time schedule.

Every new registered system user belongs to none of defined system groups, he has full access (all
rooms and floors) without any time restrictions and belong to group called [No group].

Every user may be registered to different group. So it is available to specify access rights for more
than one system user.
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System users loose access rights only in case:

¢ inputline configured to Access disabled is activated
e door mode is set to locked mode

e controlleris in OFF mode and option Access disabled in [OFF] mode is enabled

QNote:

PR Master has one predefined access group called [No group], which has full access
For older types of controllers (PRxx1) only 31 access groups can be defined.

See also:
Add access groups
Group properties

7.1  Add access groups

New group can be created in two ways:

i

Groups
e Clickon

from operator tools in the main window or select from menu Edit ->
Groups
¢ Click Add button

,ﬂ Groups _ O]
Group name Floor access - Add
Production Shift 2 01._34___89__ ___._ Delete
Laboratory Group ... _BET._ 001 .
. Edit

Dffice Group e e e 12131415 ul

Security Group 0. . B_._.. 101112131415
KN L|J oK |

After adding new group should set properties.
Group properties
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7.2

Group properties

Each group should have a specified time schedules for all zones and access rights to 16 floors.
To attribute defined schedules click on Editin Group properties window and select time schedule.
Here the time schedules concerns group access to zones only.
PR Master enables operating with 16 floors (from 0 to 15). Floor access rights are not changeable.
Select available floors in a field below in the Group properties window to assign floor access rights

for group

[T

| mhnrstnrg Ui

Choose time

J— schedule far

fEwne selected zone T E dit
T SetAlways” Al Always —
1 schedule far all Set 'Newvar
Zones schedule far all
Al W ey -
i ||: Floaor 0 -
Llsers in grou Floor 1 —
bR I Floor 2
SMITH BEN L Floor 3
EAGLEM AMANDA, fr i Floar 4
PETERSEM AMDREE - 6 Floor 3
Floar &
Check

Floor 10

Floor 11
Flamr 172

available floors

for group

Time schedules: Always (access always granted) and Never (access never granted) are predefined
in program. To select other time schedules you must define it firstly in Time schedules. Click on All

Always and All Never buttons to change all access zones settings.

Select zchedule for zone: Laboratory Zone

]|

| |Mever

|_|For Production zone

| For Office zone

For Laboratory zone

|| Faor Security zone

| Diouble mode identification

Conditionally entrance

Scheduls ;I
I_

| |

Cancel |
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8 Users

7

Uzers

In Roger Access Control System can be registered up to 4000 users. Every user owns his
identification number (ID) and may be one of four predefined types of users. Access controllers
identify users by their individual identifiers. In the Roger Access Control System identifier is a
transponder (Proximity card ) or PIN code. It's also available to set double identification mode
(Card+PIN), which obligate users to use both method for identification. Sequence is no matter.
Every identifier in system can be registered on unlimited time or time period limited to 12 months
(from Start date to Expiry date) Edit users. In addiction to User Activity Period defining it's possible to
set Card usage limit. Defining card usage limits is carried out for each of controllers registered in
system. When user activity time expired or card usage limits exceed, controller automatically
removes the identifier from the list of valid identifiers. There is no possibility of further using the
identifier.

Commands to controller

To open list of users:

¢ select from main menu: Edit-> Users
e orclick on Users icon from operator tools

ACcess group - user enrolment
into & group allows to access
contol according ta defined

schedules

Type of user - it determines user
functions in system. Yarious types
are distinguished in different
colours

W - user activity in system
- ugser data active
@ yserdata no active

1D I Uzer Mame I Type I T4 1D I Group name Iﬂ Add
0/ M&STER ROGER [MASTER] 1234 I
1/SMITH BEN [SWITCHER] Full(1.] 1410 TaAD-user Delete |
enidence noumber, |
33 BERREM JACK, [SWITCHER] Full 1] 47325 identfies userin_ B Edit |
50 EVERSTONE TOM [SWwITCHER] Limited 1665 T&A and Payrall
55 | NOWAK JOHN [SWITCHER] Limited 52117 report Dekizel |
100 PIERCE ANN [MORMAL] 1574 Fice Eroup
[NORMAL] Office Gioup e |
@ | 222|BLACKEORN JERRY [NDRMAL] 1295 |Production Shift 1 Change ID |
© 1333 EAGLEM AMANDA [MORMAL] 535467 Labaoratory Group
" 444 HAMET BETTY [MORMAL] I s available o export and import Expart |
" | 555 MARCH DAISY [MORMAL] 3 userlistinta afile and use itin ather I
@ |GEE|FINGER IRENE [MORMAL] 3 program configurations. Lmtl
~" | 777 PETERSEN ANDREE [MOFRMAL] 3637 ICabaratan Group
- : ; Show deleted
| 8B STANDNESS ADAM [NORMAL] 4385 Production Shift 2 =
Shiows
ID number - unigue user £ First name € Last name ¢ Group | ___Find.. | addictionally
| nurnker. Identifies usersin Find user by removed users
access controllers Nzt 6 BMmerE F

QNote:

We can always change user settings using buttons: Edit, Change type or Change ID. Very
useful feature of the program is Import and Export user table to a file. To do it click on Export or
Import button on the right side. Program allows registering up to 4000 users.
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8.1 Add users

To add new system user choose Add from Users window

User type I

Select new twpe for user:

~Type
" MASTER

" SWITCHER Full [ID=1..43]
¢ SWITCHER Limited [ID=50..33]
& NORMaL

]9 |

Should select one of four types of users:

e MASTER - permission to door opening, switching to ON/OFF mode and enter manual
programming mode. Has identification number 0.

e SWITCHER Full - authorization for door opening, switching to ON/OFF mode. Has identification
number from 1 to 49.

e SWITCHER Limited - not allowed to door opening, permission to switching door mode only.
Owns identification number from 50 to 99.

¢ NORMAL - permission to door opening only. This type of users has identification number from
100 to 3999.

@Note:

User with ID=1000 - 3999 (NORMAL) may be additionally defined as a Local SWITCHER on
particular controller or controllers.

Once the type of user is selected, click OK. User properties window will appear. User properties
Next, enter all necessary user data into gaps.

See also:
Advanced
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8.2 Edit users

In User properties window fill all necessary information about user.

Uszer properties

[f not checked - user not active

v User valid (e.g. leave or dismissal)

Type: [MORMAL] ID: 100
Firzt Mame: I.-’-'«N M|

Last Mame: IF'IEFIEE

Giroup: IDfﬁCE Giraup Ewvidence number identifies user
T8A ID: ’19?4% in T&A and payroll programs
Card: 0004309561728 S
PIN: 1974

FiM codes must differ from
each other about 2 on the last
v User Activity P position because of

I DURESS codes
Start Date: 2004405417

c=l

Phota [110:144] =

Ingert user
Fhoto from file

Ewpiry Date:

After this date user will
loose access rights

Comment 2: !f\
Lomme oo for comments such g A — ik o read
Camme as function, adress. | Qpens callendar in card code
telephone number etc. ugervalidity date
defintion purpose ‘ 0k I- Cancel

It's possible to enrol the user into defined access group now. In T&A ID, Card and PIN gaps enter
data, which identifies user access card. Program enables to automatic read transponder code and
write it into a Card gap.

To read card code:
e Click onicon next to Card gap
¢ Select controller, which will be used to register the card Read card code
¢ Click Read button and then approach transponder to controller

Once, the card code is read properly, program returns to User properties window with filled gap.
Optionally operator can insert identifiable photo for every user. To activate user in system assign
User valid check box.

@Note:

1. If user identifier is register for first time, carry out reading card code operation is necessary.
Available transponders from other companies have printed numbers. However, there are not
identification RACS codes.

2. Type of users SWITCHER Full and Limited can not be a local SWITCHER.
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8.3 Read card code
Read card code I
Select controller on which pou want to read a card code;
Cantraller name |Netlf\| 0] | ;I
<'P‘F“=E|DU|:T ALL T i 1
CHIWVE - 0 K]
LABORATORY - exit 0 4
STOREHOUSE 0 3 _I
Click and approach Card to
"OFFICE - exit” contraller — Read
;I Cancel
Before you start card code reading operation, first select controller on which you want to read a card
code. Next click on Read button and approach transponder to the selected controller.
8.4 Delete users

In user removing from database it's recommended to follow these steps:

¢ read events stored in CPR buffer (main menu: Events -> Read CPR buffer(s))

o delete selected user from User list

¢ send configuration to the system (main menu: Commands -> Update system )

@Note:

User removing from user list don't causes delete him from system database. It's possible to

browse events in which he participate.

To view user removed from list should:
e choose Edit from main menu then select Uses
e checkoption Show deleted users.
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9 Time schedules

i)

Schedules

Time schedule is a set of defined time periods (From...To...) for every day of week (Monday to
Sunday) and also for Holidays (H1, H2, H3, H4). Feature allows performing specified actions by
RACS in one-week period.

In PR Master are four types of Time Schedules:

General purpose schedule
Door mode schedules
APB reset schedules

T&A mode schedules

To define new time schedule should:

e click on Schedules icon from operator tools
e or select from main menu: Edit -> Schedules

New window with four available tabs will appear, click one of them and click on Add button.

Tﬂ, General purpoze schedules

APE reset schedules | Droor mode schedules I Add
General purpoze schedules | T4 mode schedules L
Deete
Mo |Mame -
EHit
2 Mewver
3 For Production zone ¥
4 Far Office zone T
5| For Laboratory zone Schedule

G Faor Secuity zone
7 Double mode identification

8| Conditionally entrance

9.1 General purpose schedules

General purpose schedule may be dedicated to one or more functions of controller. For example,
the same time schedule can be applied to control access, control output line or disable input line. In
PRxx2 controllers is available to define 99 this type of schedules.

These schedules have not one specified purpose.
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They can be applied to:
e Group access for defined zones
Card+Card mode
Card+PIN mode (double identification mode)
Arm and unarm input lines
Arm and unarm output lines
SWITHERS access
Conditional mode

By default there are two types of schedules: Always and Never. To define new time schedule first
enter a name.

M ame: ID ouble mode identification

Comment 1: I

Comment 2 |

Copy settings
Monday | Tuesday Wednesday |Thursday | Friday | Saturday | Sunday |H1 | m| frOm selected day

Stark time: Erd bime: =] Paste fram ]

Add new time period =
Add
||
Editranges of Ll
Import settings from = selected time period Delele
anaother time schedule

| | omd |

Choose appropriate day of week, click on Add button to specify time period(s).

Time period I

Start tirne: End tirme:

IEIE: oo IEIE: an
Cancel |

Once we want to utilize the same period for another days or holidays (H1-H4) we can use Paste
from button panel. Click on Paste from and choose day you want to repeat. We can also import time
periods definitions from existing time schedule, but of the same type only (in this case General
purpose schedule). It's always possible to edit or delete time schedule.
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9.2 Door mode schedules

Door mode schedule allows to automatic controller switching between door modes. To define door
mode schedule first choose day, specify a time period, then select an appropriate door mode for it.
In time between defined periods a controller automatically returns into [Normal] Door mode.

Defining this schedule is carrying out almost just like in case General purpose schedule.
For each time period can specify Door mode:
e [Unlocked] — during time schedule door always unlocked

o [Locked] - during time schedule door always locked
e [Cond.Unlocked]— conditionally unlocked, door locked until first authorised access granted

& Door schedule (3] | x|
Mame: [For Office zone
Cormenent 1: |
Comment 2 |

Monday Tuesday |Wednesday | Thursday | Friday | Saturday |Sundoy |H1 [H2  |H3  |He |

Starttine: | Endtime | Door mode | ™| Pastefion |
0700 {200 [Cond Unlocked| -
08:00 1500 [Unlocked] P Add :

Clear sl T— | oK | Concel |

@Note:

In undefined time period door are in [Normal mode] - door locked, unlock after valid user
authorization.

Period definition ]|

Start tirne: End tirme:

IEIE: 0o |1 &:00

b ode: Choose Door Mode
| [Unlocked] 3

Cancel |
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9.3

9.4

APB reset schedules

APB reset schedules are used for Anti-Passback registration reset. Just after APB reset each of
users registered in controller owns undefined status in APB registry (it's impossible to check, where
the user was logged lastly, on entrance or exit). User with "clear" status is allowed to use identifier on
entrance and exit as well.

Once first access is granted the controller starts to exact APB rules.

Defining this schedule is carrying out almost just like in case General purpose schedule but only
Reset Time is set.

ﬂ_hl-"[-! reset schedule [1) B
M [Mew schedule (1]
Cormment 1: |

Comment 2: |

Monday Tuesday |Wednesday | Thursday | Friday | Saturday | Sunday |[H1  |H2  |H3  |H4 |

Reszet APE register x|
Rzt bime: Paste from |
001 Reszet APB reaister at:
1530 | [15:20 Add |
E@t |
Cancel | Belete |

Cearal | gt | [ ok | caea |

T&A mode schedules

T&A mode schedule allows to automatic controller switching between T&A modes. Time schedule
consist of time periods definitions and related T&A modes.

It's available to use one identification point to varied types of T&A registration. In case when T&A
mode is switched from the controller keypad or Input line it's possible to secure this feature with
password. To set password choose Options in Controller properties window.

User is allowed to define password for "momentary” T&A mode and "stable" T&A mode as well.

Defining this schedule is carrying out almost just like in case Door mode schedule but T&A modes
(Entrance, Exit, On- duty exit etc.) are set.
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& Door type schedule (1]

Custarm name: [T&A Production Hall

Cuztam 1: |
Custom 2 |

Monday |Tuesday | Wednesday | Thursday | Friday | Satwiday | Sunday |H1  |[H2  |H3  |H4 |

Firorm lime: I To ime: JDm Ippe I :I Paste from |
(E:00 oe00 Enfrance
1500

08:00 Mo TEA [lgnored for TEA)

T&A mode penod defimtion — |
Stark time: End time: Delete |
I'I 500 I'I 00
Carcsl |
= Tty mode:;

Mo Téd [Ignored for TEA)
Lunch break

@Note:

Program PRMaster enables defining other T&A registration types adjusted to own necessities.
To define other T&A registration mode choose Tools -> T&A modes.

Tools [T&A modes]

10 Zones

Zone - area of network, in which are controllers. All system is divided on zones. Every controller
should be related to defined Zone. After adding new controller to the system its zone is default.

To add the controller to selected zone:
choose Network from the operator tools -> Edit -> General

@Note:

"Zone" concept is not equal with "Area" concept.

See also:
Add access zone
T&A Areas
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10.1 Add access zone

Program enables access zones defining, which are associated with appropriated controllers. Default

(0) is a predefined zone, it's not editable and removable.

To add new zone click on

'ﬂ Zone properties

£0ne name

Aoceszs points in 2one

!ﬂ. Access zones

from the operator tools or from main menu Edit -> Zones.

=10] x|

£0one name

| =] A

[DEFAULTIO)

Production Zone

Office Zone

Laboratony Zone

Security £one

J Delete

OFFICE - exit
ARCHIVE - exit
CFFICE - entrance
ARCHIVE - entrance

ok

Cancel

s B B

See also:
Zones

11 Networks

i

Metworks

Roger Access Control System consists of control panels (max 10), PRxxx controllers and PRT
terminals. All of control panels can operate 32 access controllers. Network called also Subsystem is
composed of control panel with controllers and terminals. System includes all networks (subsystems)
with communication interfaces (UT-2, UT-3, UT-4) and PR Master 4.0 software on PC.

See also:
Adding new network
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ﬂ_ Hetworks
Yo Mo, |Mame COM = Add netwark.

COM1

Delete network

@  1|Object 2 Metwork properies (name, | —————
@ 2 Object3 comminication port etc) $ Froperties |
t"“"-._ y

V__ r;i?i\::gk activity In systerm Cpens controller listto register new Lantrolers |
@ . devices or change settings
no active _

CPR control wwind o Send
for selected netwark, CPR settings to
7 selected
Update network,

Clear all alarms in network
Executs commands to Set all controllers ta [OM] mode Dmmants =
all network Set all controllers to [OFF] mode _I ok |

11.1 Network properties

i

Metworks
To create new subsystem click on from operator tools or choose from main menu Edit -

> Networks. Next should add new Subsystem. To do it click on Add Network button and type name
of network. Select Communication port (COM) where network is connected to RACS
communication bus. Every subsystem requires own free communication port and communication
interface UT-2.

H

Select communication port
towhich LIT-2 interface is
connectad

ommunication port
| COM1T

YWi'hien network FS485 bus is

connected trough interneat ar

intranet newark, can select
avaerage delay of port

Communication port timeout
I Standard

.

¥ Metwork with CFR contral parel

Uncheck anly in case cantral
panel ahsence in RACS
subsystem

Should remember to uncheck box Network without CPR control panel in case absence of this
device.
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In special case we can apply UT-4 communication interface. Device enables to connect RS485 bus
to computer local network (LAN). When UT-4 is supported should select TCP channel from
Communication port dropped down menu. Next should specify average delay of COM port in
milliseconds.

Now enter IP address of UT-4 interface, which identifies it in local network and Server port. If you
don't know the rules of IP device addressing, should read IP address of computer with installed PR
Master 3.9.3 software.

To read IP address of the computer should:

o open Network properties or Network window
o select TCP/IP protocol from network components (network card)
e click on Properties

Metwork properties: A I
: Find and canfigure LIT-4
v Metwork act : .
L E-Asvens e dewvices in LAMN
Marme !
ILaI:n:nrat-:nr_l,l - ohject 1|
Cormrment

| \
|

Communication pork
I TCP channel j

Faort of the chanel
SEREF

Communication port et Server P Server port
| Standard =l [192188.0 88 f10m p
. “

UT- interface IF
¥ Metwork with CPR contral panel address in local networl;

)4 Cancel |

QNote:

Device address must differ from computer IP address with the last position after dot. For example
if 192.168.0.100 is the IP address of PC then you should enter 192.168.0.xxx for device, where
xxx is uniqgue number in local network (in range from 0 to 255). It means that, any other device
can't have this number.

See also:
UT4 configuration
System without CPR
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11.1.1 UT-4 configuration

In UT-4 configuration window operator is allowed to change interface settings. In case when IP
address will be the same like other IP address should change it immediately.

There are two types of device searching:

e auto-discovery by broadcast

o from the Address book (should add IP addresses firstly)

Initialize option resets settings and sets all to default.

,ﬂ Roger Tibbo EM100 Configurator ¥2.50

— Tibbo EMT00:

List of founded |

Device 1P
address

IL::u:aI Servers [auto-digcoven by broadcast] j

UT-4interfaces (e 152 165.0.50 (0.2.3.4.158.167)
A

DS Settings

P 3

—I UT-4 settings

Refrezh Fefresh list
Change IR |Change device

Initialize | r]

Get Yerzion

IF address

Feset settings

Get LIT-4

WEFSION

Add IP address
to Adress Book

0K

x Cancel |

Address Book:
Add

11.1.1.1 Network properties

Feature enables to change Network Properties. Access to UT-4 settings can be secured by
password. It's available to Save and Load all settings from (*.ds) file. User can also change UT-4
interface IP-address and Ethernet address.
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DS Properties Ed I

i Metwark, Properties | Outbound F'au:ketsl Serial F'ru:upertiesl Fid I "I

Fiouting mode: ISIa'-.fe j
DS IP-addr: I'IEIE.'IEE.EI.EE : |‘IEIIZI1
ubnet Mask: IEI.EI.EI_EI
Router [F; IEI.EI.EI_EI
Destination [P [127.0.0.2 1001
Tranzport protocal; ITEF‘ j

TCF connection brmeat I 3
4 [ir rniriLkes] & x
thernet-addr: 025444241
Change pazsword, — Setaccess
passwaord I

Load | Save | aF. | Cancel |

Change LIT-4
IF address

mave setlings to
*.ds] file

QNote:

Changing IP address can cause communications problem and make device inaccessible.
Changing the value of [Ethernet-addr] option is not recommended and almost never required.

11.2 Configure CPR in network

Main function of the CPR is to operate and coordinate work of autonomic devices, which are
components of Roger Access Control System.

CPR work modes

Control panel (CPR) can work in two main work modes; in [ON] mode or [OFF] mode.

In the [ON] mode CPR works normally and controls all operating functions, in the [OFF] mode it
suspends working and discharges system communication bus. [OFF] mode is indicated on control
panel's LEDs. Suspended mode is mainly used to tests or for conservation purposes, for example
when the controllers flashing operation is being carried out.

In CPR control window are available commands and functions:

¢ Status - information of control panel are showed (type, buffer size, config file name, last
modification etc.)

¢ Options - allows to switch on/off varied CPR tests which are active during CPR's work

¢ Initialize - clear whole CPR memory, set clock and restart operation

e CPR Restart - cpr restart, used when CPR don't answer
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Read buffer - read events stored in CPR buffer and append it to the system file
Set clock - synchronize system clock according to the PC clock

Update - send configuration to the CPR

CPR On/Off - switch to on/off mode

QNote:

1. Initialize operation is usually carried out when CPR is completely deprogrammed or settings
error occurred. Problems with CPR may happen in result of an AC lost or failure of battery, which
sustain CPR memory. It's possible to initialize CPR manually.

2. In case when control panel is in OFF mode for a long time, it's necessary to read events stored
in controllers buffers. To do this execute command from the controllers window
Check events buffer in controller

Biead CPR clock Status informations from CRR

HMumber of events in CPR
Clear events buffer
Clear CPR alarm

Fead DC output voltage

CPR-32
Buffer zize = 258047 events
Wergion: 12.21

Configuration file: C:4ndustrial Plant - Chicago 17.05.pro
Laszt madification: 17-05-2004 152657  Monday
Tranzmitted to CPR: 17-05-2004 15:26:57 konday

'ﬁ CPR control window: Ohbje
LCommands  Tools

|

Fead events
stored in CFR
huffer

Statuz | Fead buffer

/ O ptiohz | Set clock |
| Uptian ‘/" Initialize | |Jpdate

¥ Low Battery test

Send
configuration to
CPR

CFR Festart | CPR On/0f |

[ AC test

|7 EPH Se":test ‘, ..................... E:-CI':._I

™ Contral [OM]A0FF] Mode an PR=x1 series contrallers

[&pply anly for PR senes of controllers)

Low battery test

Control panel periodically (in 10 minutes) tests battery charge level. In case as Voltage level
decrease below to 12.0V alarm will occur.

Accumulator test

When CPR found that Accumulator voltage is missing [AC lost] event is indicated. Alarm decay
when AC returns after 5 minutes.
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é) Note:
Refer to PRxx1 access controllers CPR perform also other functions. It controls user system
rights and registers events from controllers of this type.
11.3 Send network configuration
To send configuration settings to whole subsystem (network) should:
Hetworks
e Clickon from the operator tools or from main menu choose Edit -> Networks
¢ select appropriated network from the list
e click on Update
Subsystem must be active. Performing this operation causes configuration sending to control panel
and all access controllers in selected network. We use this command, when we change controller(s)
settings and want to transmit it only to selected subsystem.
Here are commands, which are sending to all the system: Commands
11.4 Update configuration of CPR
To perform updating of CPR configuration should:
Hetwaorks
e Clickon from the operator tools or from main menu: Edit -> Networks
¢ Clickon CPR button
¢ In CPR control window click on Update
Configure CPR in Network
11.5 Controllers

Controller is an autonomic device, which controls one access point (one-way or two-way). In case
two-way access point controller is connected with additional identification terminal.

In PRxx2 is available to register up to 4000 users. In older types of controllers (PRxx1) maximal
number of users is 1000. Once the configuration settings with users list which exceeds 1000 are
send, users from ID=0 to ID=999 in controllers memory will be exist only.

Controller reads card or PIN-code and realizes identification. In controllers with keypads it's possible
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11.5.1

to apply double identification mode (Access) Card+PIN, which obligate users to use both method for
identification. Sequence is no matter.

Controller's memory includes also access groups' information. In system is available to register 127
access groups (PRxx2). For older types of controllers (PRxx1) there are only 31.

In case no CPR or it's OFF mode, PRxx2 controllers can record all events. PR302 devices have
memory buffer which can collect 48000 events, PR402 - 32000 events.

Access controller owns its default T&A mode (Time and Attendance). Every access granted event is
registered with appropriate T&A mark code. You can change T&A mode in Options.

Controllers is equipped with four input lines (IN1, IN2, IN3) and three output lines (101, 102, REL2).

See also:

Add controllers

Add controllers

Add controllers connected to one subsystem using Add button.

Window with controllers in network:

Search and add
controllers

| Controllers in network: Object 1 [A]

D Contraller name Zohe -
1|/PRODUCTION HaLL 1 Froduction Zone
2| OFFICE - exit Office Zone Delate
3|ARCHIVE - ext _ | Edit caontroller properties §
4 LABORATORY - exit oI - E dit
9|STOREHOLUSE Production Zone
Change [D
mend configuration settings |
to selected contraller L pdate

Controller diagnostic tests F Diagnostics =

Commands

Send command to
selected controller

When you click on Add button program begins to search controllers connected to subsystem
communication bus.
Searching process ends with message "End of controllers searching".

Every controller has individual ID number (00..99). In case when program find device with the same
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ID, error message will appear!
Therefore, before adding new controllers to the program database, you should set different ID
numbers for devices.

After successful searching process it's possible to change ID (Change ID button).

11.5.2 Controller properties

To open controller edit mode click on Edit button from menu in Controllers window.
Controllers in network.
In controller properties window are available six tabs to choose.

General
Terminal
Access

Inputs
Outputs

Options
Advanced

11.5.2.1 General

Here are information about: model, controller ID address, Firmware version and build, name of
network and Access Zone. In this window you should select zone to which controller belongs.

Controller properties Ed

: | Terminall .-’-'-.u:u:essl |nipLts I Dutputsl Dptiu:unsl .ﬁ.dvancedl

| Twpe of contraller

Hardware ;
Model: PR302 D addresz: 1
Firmmware; 116 Build: 1
“ersion of i
— | controller firmware
Metwark: Object 1

£one; I Production £one

Choose access

Subsystem, to which zone for controller

contraller belong Ok, Cancel |
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11.5.2.2 Terminal

In Terminal window you are able to give Names for terminals, and specify Default T&A mode for
Time&Attendance registering. Moreover PR Master allows to choose type of terminal which is
connected to logical device.

Select one of 15 available options in the terminal type tab:

¢ PRT series reader (PIN/Card) or (User ID),
¢ Wiegand 26bit, 34bit, 42bit, 66bit (PIN reader), (Card reader) or (User ID reader),
¢ None.

Operation with Wiegand readers

Wiegand reader is connected to Clock and Data lines instead of standard PRT terminal(s). When
controller is configured for operation with Wiegand User ID reader it interprets transmitted digits as
ID number of user which has performed identification, when is set to Wiegand PIN reader controller
interprets transmitted digits as PIN number, when is set to Wiegand Card reader controller interprets
transmitted digits as Card number. The Wiegand User ID mode is generally dedicated for biometric
type readers which does not transmits PINs nor Cards codes but deliver ID number of user which
has made successful identification. When controller is configured to Wiegand type reader no other
extensions modules (XM-2, XM-8 or PSAM1) nor standard PRT reader can be connected
simultaneously to controller's Clock and Data lines. By default Wiegand reader connected to Clock
and Data lines is treated by controller as an ENTRY terminal.

In case the terminal is not connected you should select None, using this function can also disable
internal reader (integrated with controller).

Predefined (often used) T&A registering modes:

Entrance

Exit

On-duty exit(ODE)

no T&A (Ignored for T&A)

Program enables defining specified T&A modes adapted to own needs.
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11.5.2.3

Loamiroller 1|l1:lll"“|l"i

General Teminal | Access | Inputs | Dutputs | Opiions | Advanced |

Tamninal D=1 [intemal reader, intsgrated with controlion
Terrminal lype I FINAC ard inbernal reader

Temnalname: |[STOREHOUSE - exif

Diefonit T44 mode: fEw Selact T&A mode

(required for T&A reports)
Comment 1 [ Flace for

Comment 2 | —= comments

[~ Taminal ID=0
T ermanal type: |F'F!T senas readar [PINCard) K j
Temndnsme  |STOREHOUSE - entiance
Defauit T4 mode: Mone Al
FRT =eres reader [PIN/Card]
PRT zenes reader [User D)
Comment 1: ‘wiegand 2Ebit PIM reader _
Commentz | ‘wiengand 26kt Card reader Choose type of TEFm_Ir'IEH_ ar b
{'wfiegand 2Ebit Uzer ID reader Monewhan no device is
wiegand 34bit PIM reader connected
YWiegand 34bit Card reader -
Ok I Cancel
See also:
Glossary
T&A modes
Access

In Access tab specify door rely mode, default user identification mode and choose schedule for door
mode, Card+Card and Card+PIN. It's allowed to select own specified schedules.

Door Rely
Door lock can be released when authorized:

e when user enter its identifier,
¢ by remote command from PC,
¢ by exit button which can be connected to controller input line.

Door lock is activated for predefined period declared in Lock activation time. Lock activation time
can be set from 1 to 99
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seconds or minutes or for undefined period, in last case installer must select Bistable mode option.
Wheniitis

selected each time door lock is triggered it moves to reverse condition (from on to off or inversely).
When Auto-relock option is

set, lock will be activated until door contact connected to controller input will indicate that door
became open but not longer than

predefined Lock activation time. Lock activation can be disabled when controller stay in OFF
mode, this can be achieved by

Access disabled in [OFF] mode option. This feature is usually used when one of controller output
line is dedicated to

arm/disarm alarm zone or intruder sensor only. In this case switching controller to [OFF] mode will
arm alarm system or alarm

zone and automatically will disable access to premises for all users regardless of access settings.

Additional schedules:

Door mode schedules

Controller may be set to few modes (Door Modes) which determine what manner door lock is
controlled:

o Normal Door lock is activated after each successful identification.

¢ Unlocked Door lock is continuously energized, door is continuously open.

¢ Conditional Unlocked Initially door lock is not energized, but when first authorized person come
and use its identifier lock
became energized and remain in this state until new door mode is set.

o Locked Activation of door lock is permanently forbidden, no matter if some user has
authorization for access
or not, every attempt to open the lock will be rejected.

QNote:

As a default door lock stay in Normal Mode but it can be switch to another mode by Door Mode
Schedule or by remote command from PC software.

Identification Modes
Controller enables user identification in two different modes:

¢ [Card/PIN] Controller requires Card or PIN to be entered for successful identification.

e [Card + PIN] Controller require Card and PIN to be entered for successful identification, no
matter what
sequence Card then PIN or PIN then Card.

Installer may define Default Identification Mode of controller which specify normal identification
method for each type of users

(Master, Switcher and Normal). For example installer may define that default identification mode as
follows:

o for Master user: [Card+PIN]
o for Switcher users: [Card/PIN]
o for Normal users: [Card/PIN]

Normally, only Master user will be obliged to use Card and PIN, other types of users may use only
one method (Card or PIN). In
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some periods of day or week controller can be switched to [Card+PIN] mode according to
[Card+PIN] Schedule. This schedule

specify time periods when all types of users must use Cards and PINs together. There are two
predefined schedules, which can be

set for [Card+PIN] Schedule: Always and Never. When Always schedule is selected controller will
always require Card and PIN,

when Never schedule is selected, controller will always stay in Default Identification Mode.

[Card + Card] Mode

When this mode is active two authorized person must use his/her identifiers then controller will grant
access to controlled door.

This mode can be controlled by [Card+Card] Schedule, selecting schedule Never will permanently
disable this mode where

schedule Always will permanently activate it. When together with this [Card+Card] option the [Card +
PIN] mode is active both

users must read his/her Cards and enter his/her PINs otherwise access will be denied.

High - Security

When this mode is active users must perform two steps identification procedure, a standard
identification (Card/PIN or Card+PIN depending

on actual valid identification mode) plus an additional identification on High Security reader. The High
Security reader can be connected to

the same Clock & Data lines which are used for communication with ENTRY/EXIT access terminal
and/or extension modules. Controller

accept few types of High Security readers including Wiegand Card/PIN and Wlegand User ID. The
Wiegand Card/PIN sends the code of

entered PIN or Card, the Wiegand User ID sends ID number of user which has made identification.
The High Security option can be

activated separately for each side of the door and can be controlled by time schedule. Generally, the
High Security option is dedicated for

those doors which have to be protected with advanced identification method (e.g. biometric
identification).

See also:
General purpose schedules
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Controller properties E3

Generall Teminal Access | |nipLts I Dutputsl Dptiu:unsl .ﬁ.dvancedl

Check the door relay options

ay zettings [ [REL Lt |

[~ Access dizabled in [OFF] mode

Lock activation time frorm 1 to 99
seconds,/minutes and Time for
door closing (seconds anly)

[+ Enable auto-relock

[~ Bistable mode

Wﬁjlﬁemndsj

3
Time for door closing: = | _ Second
4 1M 1 1 1 1 1 1 1 1 1 1 1 Deflne wpeg and
f not checked - always schedules for High
r in normal moda ~High Securt Security readers

Door Scheduls enabled High Security Reader for terming

[Maan Sehedile I PRT zeries reader [Uzer 1D, address 1D=3] j
I.-i'-.lwa_l,ls in [Mormal] Door Mode j : ; :

High Secunty Schedule for terminal 1D=1
[Card+Card] Schedule . I.-’-'-.Iwa_l,ls j
I':':'”di“':'”ali' entrance j\' B Seolecttime schedule for

[Card+Card] mode
[Card+FIN] Schedule High Security Reader for terminal (D=0

I [Double mode identification @ I Nore j

High Security Schedule far terminal D=0

—Marmal [default] identification mode
[~ [Card+PIMN] mode for [NORMAL] users INever j

v [Card+PIMN] mode for [S4ATCHER] users
[~ [Card+PIN] mode for [MASTER] user

¥

Selecttine schedule far

Selecttype of user obliged [Card+FIN] mode
to use both method for

identification (] 4 Cancel

11.5.2.4 Inputs

Access controller has four inputlines. Each of controller inputs (IN1, IN2, IN3 and IN4) has the
identical electrical structure. All inputs are NO/NC type with 5,6 k. resistor pulled up to supply plus.
During setup process installer may configure each inputindependentas NO or NC. The NO type
input is triggered when connecting it to supply minus. The NC input is normally shorted with supply
minus, when disconnecting it from supply minus it became triggered. Controller ignore triggering
impulses if they are shorter then 200 ms and accept signals that are longer then 500 ms. Detection
of signals between 200 and 500 ms is not guaranteed. Each controller input can be programmed to
different function and may be under control of time schedule. The following input functions are
available:
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Controller properties E3
Generall Terminall focess  Inputs |Dutputs| Dptiu:unsl .ﬁ.dvancedl

—[IM] input - [Located on =k-2 remote module] ﬁ\
Furnction: ISeIects predefined Thd Mode - momentary twpe zelection j Type: | [MO b
Tht Made selected by [IN1] | Exi =l

selecttype o
Schedule; |g|wa}.$ j input line
o [ Y

—[IMZ] input - [Located on =k-2 remote module]

Furnction: BELL Button Input - - | Tupe: MO b
HAEHan I HHen ey Selecttime schedule in J vRe
which input line will be
[ited miede selected b [IHE] Or-dul I —
Schedule: I,.f_-.,|wa_.,.g
—[IM3] inpat

Function: Access Dizabling [nput Type: MO =

i e T e oy e
Schedule: EpﬁfEEE?HEEEtHEVETSiHQ Input [IN3] input
Clearz all outputs on #k-3 elevator contral module(z)]
N4 irpt Sets all outputs on XM-8 elevator control rmodulefz) Jad |
Funcior; I.-i'-.E Last Input j Type: [NO =

ik e selected By TH] |

[id

If checked, Intuder
Detectar input in [OMN]
rmode will be deactivated

Schedule: I,.f_-.,|wa_.,.g

[~ Disable [Intruder Detectar Input] when contraller in [OM] mode ok Cancel

The following input functions are available:

¢ Inputignored - selecting this function will disable decoding of this input, function can be used for
temporary
input deactivation without disconnecting it from triggering source.

¢ Door contactinput - input is dedicated for contact that will indicate that door is open. Input
activation generate
[Door opened] event, input deactivation generate [Door closed] event.

¢ Exitbuttoninput - activation of this input will activate door lock for the same time period as
after standard
[Access granted] event, function is usually used for Request To Exit button connection.
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Activation/deactivation of input  generate [Exit button ON]/ [Exit button OFF] event.

¢ [On] mode reversing input - every activation of this input causes switching [ON/OFF] mode of
controller. When this function is selected other methods of [ON/OFF] mode control will not be
forbidden. Input activation generates [Switch controller to ON/OFF mode] event.

¢ [ON] mode control input - activation of this input will force controller to [ON] mode, as long as
inputis triggered controller will remain in [ON] mode. Only one input on controller can be
configured to this function. When such a function is selected any other methods of [ON/OFF]
mode control will be forbidden.

e AC lost alarm input - input is dedicated to be connected to output line which will indicate that
AC supply of power
supply unit is lost. Some brands of power supply are equipped with such an output line (e.g.
PS20N from Roger). After input line is triggered controller generate [AC lost alarm ON] event,
when line returns to normal condition controller generates [AC lost alarm OFF] event.

¢ Low battery alarm input - input is dedicated to be connected to output line which will indicate
that reserve battery is in
low condition. Some brands of modern power supply are equipped with such an output line (e.g.
PS20N from Roger). After input line is triggered controller generate [Low battery alarm input
ON] event, when line returns to normal condition controller generates [Low battery alarm input
OFF] event.

¢ Bellbutton input - input is dedicated to be connected to contact which will indicate that
somebody want to enter premises. After input is triggered controller generate [BELL button ON]
event, when line returns to normal condition controller generates [BELL button OFF] event.

o Tamper loop input - input is dedicated to be connected to tamper contact that will indicate that
unauthorized person try to open controller/terminal case. After input is triggered controller
generates [Tamper loop ON] event, when line returns to normal condition controller generates
[Tamper loop OFF] event.

¢ Intruder detectorinput - input is dedicated to be connected to some kind of intruder detector
(e.g. PIR), which will indicate intruder attendance in premises. After input is triggered controller
generates [Intruder detector ON] event, when line returns to normal condition controller
generates [Intruder detector OFF] event. The intruder detector input line can by bypassed in
[ON] mode, this can be achieved selecting [Disable Intruder detector in [ON] mode] option.

o [ON/OFF] mode reversing input - input is dedicated to be connected to pushbutton which
when pressed will alternate ON/OFF mode of controller to opposite condition (from [ON] to
[OFF]or reversibly).

e Accessdisabledinput - input is dedicated to be connected to some kind of switch which when
activated will disable access to controlled door, besides this activation/deactivation of input result
in generation of [Access disabled input ON]/ [Access disabled input OFF] event.

o T&A mode setting input - input is dedicated to be connected to some kind of pushbutton which
when pressed will switch controller to specified T&A mode. Installer for every input line declares
the T&A mode, which will be set after input is triggered, individually. The new T&A mode is set
for undefined time, till next input activation or till relevant schedule will force new T&A mode.

APB reset input - input is dedicated to be connected to some kind of pushbutton which when
pressed will reset
APB register of controller. Any time input is activated an internal APB function register of
controller is initialized (cleared) and [APB  reset] eventis generated.
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o Clears all outputs on XM-8 elevator control module - Input is dedicated to be connected to
output line (contact) which when triggered will clear all outputs on XM-8 elevator control
module(s).
o Sets all outputs on XM-8 elevator control module - Input is dedicated to be connected to
output line (contact) which when triggered will set all outputs on XM-8 elevator control module(s).
Besides those listed above functions input lines can be configured to customer defined input
functions. Using PC software installer
may define new input line functions, definition of input line function consist of function name and
function code. Function name can
be used to distinguish purpose of input e.g. Guard Tour Button, Alarm button, Rescue button, each
time input is activated system
will register events which consist from function name and ON or OFF mark which specify whether
the input line was activated or
deactivated.
11.5.2.5 Outputs

Controller offer two transistor outputs (I01 and 102) and two relay outputs (REL1 and REL2). The
REL1 relay output is dedicated to control door lock, the functions of REL2, I01 nad 102 can be
assigned during controller's setup.

101 and 102 output lines

Both lines are open drain N-MOS transistor outputs. Each output can sink up to 1A DC current for
unlimited time. In normal (not

triggered) condition both outputs remain in high impedance state, when triggered they move to low
resistance state which results

that supply minus is observed on output. Both inputs are electronically protected from excessive
currents and over-voltage. Each

transistor output can be programmed to different function and can be controlled by individual time
schedule.

Relay output (REL1)

The relay output is dedicated to control electric door lock, it offers normally open and normally closed
contacts rating for 1.5A/24V DC or AC.

Both pair of relay contact are protected with over-voltage elements (MOV) which reduce sparks
during switching inductive loads such

electronic locks and thus extends relay contacts life significantly.

A relay output can be set to momentary or Bi-stable mode. When output is setup for momentary
mode it becomes activated for limited period (from 1 second to 255 minutes) and after it returns to
its normal condition. When output is set to Bi-stable mode relay output changes its state to opposite
each time the triggering occurs.

Relay output (REL2)

This relay output can be assigned to different function, it offers normally open and normally closed
contacts rating for 1.5A/24V DC or AC.

Both pair of relay contact are protected with over-voltage elements (MOV) which reduce sparks
during switching inductive loads such
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electronic locks and thus extends relay contacts life significantly.

Controller properties Ed

Generall Terminall .-’-'-.u:u:essl Inputz  Dutputs | Dptiu:unsl .ﬁ.dvancedl

Select Output

(1071] output line function
Furction: I.ﬁ.ctivated when contraller in [OM] mode
Schedule: I-"-"-|W~3_'r'3 j

—[102] output
Function: I.-i'-.larm aLkpLt j

Schedule; I.-’-'-.Iwa_l,ls ;\L

Choose schedule for
activity of Qutput line

Check contraller alarm
states, which will not be
signalized on output
ling

v Don't signalize [FPREALARME
[~ Don't signalize [DOOR AJAR]
[~ Don't signalize [FORCED ENTRY]

—[REL1] output
_ ' [FEL1] output functian
Functian: =|‘I is & door relay, etitis
not anvailakle
~[RELZ] output
Function: I General Purpose [contralled fram PC) j
Schedule: I-"-"-|W~3_'r'3 j

Each output line may be configured to some function listed below:
¢ Alarm output - output is activated when at least one alarm situation occur. There are three
different alarm situations that can be signalized on this output: [PREALARM], [DOOR ALARM]
and [FORCED ENTRY]. Installer may select which alarm output should output line signalize.

¢ General purpose output - output is activated/deactivated through interactive command, which
can be sending from PC.

¢ Activated when controller in [ON] mode - output is activated when controller turns to [ON]
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mode and remain active as long as controller remain in this mode.

o Activated on [Access granted] event - output is activated after controller grant access and
remains in active state until door contact indicate that door became closed or lock activation time
period has elapsed.

o Activated on [Door open] event - output is activated after controller detects that door became
open and remains active as long as door is being open.

¢ Activated on [Access denied] event - output is activated for period about 2 seconds after
controller denies access.

o Activated by schedule - output is activated/deactivated according to selected schedule, no
other method may change
condition of output line.

o Activated by schedule or PC command - output is activated/deactivated according to selected
schedule or interactive command from PC, both control methods have the same priority.

o Activated when identification on terminal ID=1 - output is activated when controller grant
access on terminal ID=0, output line remains in active mode until identification on terminal id=0.
This type of output is used to operate "Tripod" gates, where two-way control is necessary.

o Clears all outputs on XM-8 elevator control module - Input is dedicated to be connected to
output line (contact) which when triggered will clear all outputs on XM-8 elevator control
module(s).

¢ Sets all outputs on XM-8 elevator control module - Input is dedicated to be connected to
output line (contact) which when triggered will set all outputs on XM-8 elevator control module(s).

11.5.2.6 Options

Controller can enable/disable following options:

e ON and OFF Mode schedule - according to defined time schedule: Edit-> [ON/OFF] Mode
Schedules

o Disable DURESS Codes - using Duress codes on controller or terminal keypad is not
available.

o Bad card timed lock-out - three consecutive attempts of entering an unknown identifier will
cause controller lock-out for about 3 minutes. In this time any identifications on controller or
terminal are not possible.

¢ Switcher under control of group schedule - allows using SWITCHERS identifiers only where
his group has access rights.

ON and OFF Mode of Controller

PRxx2 controller may stay in [ON] or [OFF] mode, both modes are signalized on bi-colour LED
marked ON/OFF. The current mode

(ON or OFF) of controller may be optionally signalized on dedicated output line, when controller is
switched from ON to OFF mode

© 2004 ... Roger Sp. J.



Networks 60

(orreverse direction) output line will follow these changes.

Generally the ON/OFF modes are dedicated for auxiliary control purpose e.g. light control, copy
machine control etc. but in most cases they are used for integration of access control system with
intruder alarm system. Connecting output line which follows ON/OFF mode to adequate input line of
Intruder Alarm Panel user may arm or disarm alarm system in required room or zone, in this case
when controller goes to OFF mode (ON/OFF LED set to red) this will automatically arm adequate
alarm zone and vice verso when controller goes to ON mode (ON/OFF LED set to green) this will
automatically disarm adequate alarm zone. The access to room/zone can be temporary blocked
when controller stay in OFF mode, this can be achieved by option [Access disabled in OFF mode].

An [ON/OFF] mode of controller can be controlled in few listed below ways:

manually, by use of SWITCHER or MASTER card/PIN,
by external input line - ON/OFF Mode Reversing Input,
by external input line - ON/OFF Mode Control Input,

by time schedule (see [ON/OFF] Mode Schedule),
remotely by interactive command from PC.

QNote:

Combining different method of [ON/OFF] mode control together with some other options installer
may obtain few additional
effects.

DURESS CODES - Duress entry

If the user enters his/her PIN code, which differs from its original form by "one" (plus or minus ),
controller interprets it as a duress code entry. When Duress entry occurs the [DURESS] event is
generated and FORCED ENTRY alarm will occur.

Example

The original code is [4569], entering [4568][#] or [4560][#] is treated as a duress entry.

Note: For proper recognition of duress entry, the PIN codes of individual users should differ one from
each other at least by a

value of +/- [2] on the last significant digit.

The Duress signalization can be deactivated by PR Master software.

QNote:

To disable DURESS codes in system choose from main menu: Tools -> Options -> Misc ->
[Disable DURESS codes].
Misc

Events

¢ Disable [RTE] event - disables generation of [Request to exit] event
¢ Disable [Forced entry event] - disables generation of [Forced entry] event

T&A Registration

Access controller offers T&A registration, which further can be used for calculation of total job hours.
Each "Access granted" event, which occurs on controller, has a "T&A mark" which specifies what
kind of entry/exit has been registered. Controller ,T&A Mode" determines the actual type of
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registration for T&A purposes. Entry, Exit, On Duty Exit or Ignored for T&A are predefined "T&A
Modes". In RACS system each access point (controller/terminal) may have its own

default T&A Mode.

The T&A mode of access terminal cannot by dynamically changed during system activity.

The T&A Mode of controller can be dynamically changed in few manners that are listed below:

e by adequate Time Schedule (T&A Mode Schedule),
¢ by manual command entered from controller's keypad,
¢ by activation input line - select predefined T&A mode

In case last two manners are available two options of changing T&A mode: stable type selection (on
unlimited time) and momentary type selection (until first identification). It's possible to set password
(3..6 digits) for stable and momentary type selection. It will be indispensable to change T&A mode.

Remote modules

Controller extends its functions and abilities with additional remote modules. To activate operation
with modules should set options in Remote modules field.

¢ XM-8 module
Controller PRxx2 series may operate with one or two remote XM-8 I/O modules connected via
Clock and Data lines. PRxx2 enable
operation with XM-8 as elevator control interface. The first XM-8 module (address ID=8) is
dedicated to control access to floor 1-8, the
second one (address ID=9) controls access to floors 9-16. Each time a successful identification
is made controller determine to which floors has access particular user then activate some of
XM-8's relays, relays remain active until input line assigned to option Clears all outputs on XM-
8 elevator control module(s) is triggered or until next identification is accomplished and new
set of outputs is activated. The operation with XM-8 module(s) is activated through option:
Enable XM-8 elevator control module(s). All outputs of XM-8 can be alternatively activated by
input line programmed to option: Sets all outputs on XM-8 elevator control module(s).

¢ XM-2 module
Controller may operate with one external XM-2 I/0O module (address=5) connected to controller
via Clock and Data lines. The XM-2 offers
two relay outputs (REL1 and REL2) and two NO/NC inputs (IN1 and IN2). The REL1 output on
XM-2 is activated/deactivated simultaneously with REL1 output of controller, the second XM-2's
output (REL2) is activated/deactivated simultaneously with controller's 102 output. The XM-2's
inputs are normally ignored but when allowed during controller's setup they can be used instead
of IN1/IN2 inputs located on controller board. Installer may select which input(s) (local or remote)
should be interpreted by controller. Generally XM-2 module is dedicated for PR302/PR302LCD
controllers which normally activate door lock through internal relay, this relay can be easy
accessed by non authorized person. When XM-2 is used, door lock may be activated not by
internal controller's relay but by remote relay output located in secure location, this increase
overall controller's security level significantly. The operation with XM-2 module is activated
through option:
Enable XM-2 remote I/O expander module. The are two additional XM-2 options:

e Ignore IN1 on controller, enable IN1 on XM-2 — controller will use remote (on XM-2) IN1
input instead of local (on controller) IN1,
remote IN1 input will have the same function as assigned previously for local IN1 input, the
electrical signals on controller's IN1
line will be ignored.

e Ignore IN2 on controller, enable IN2 on XM-2 — controller will use remote (on XM-2) IN2
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inputinstead of local (on controller) IN2,

remote IN2 input will have the same function as assigned previously for local IN2 input, the
electrical signals on controller's IN2

line will be ignored.

¢ PSAM-1 module
Controller may operate with one PSAM-1 power supply alarm module (address ID=4) connected
to controller through Clock and Data lines.
The PSAM-1 is an optional part of power supplies offered by Roger, it delivers following data:

e actual DC output level
e |ow battery alert
e Dbattery failure alert

QNote:

PSAM-1 may operate in autonomic or networked mode, when connected to controller's Clock
and Data lines it should be configured to networked mode with address ID=4.

The operation with PSAM-1 module is activated through option: Enable PSAM-1 power supply
alarm module.
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Controller properties Ed

Generall Terminall .-’-'-.u:u:essl Inputsl Outputs  Options |.-'1'-.|:|'-.fan|:eu:||

—Option Tt mode contral
W ode achedule enable: ' sCchedule enable
¥ [ON/OFF] Mode Schedule ensbled ¥ Tié schedule enabled
[# Disable [DURESS] codes | [T 581 3 COnsecutive  IFgs schedule

uses of unknown -
™ Bad card timed lock-0t=y  idantifiers causas Always in [Default] Td Mode j
controller lock-out for
5 minutes v Enable TéA mode setting from keypad

[~ If access denied 5%/ TCH
[S%/ITCHER] zchedule
IF:::r Office zone j |5543 T mode “stable’ pazsword

Ttd mode "momentany’’ paszword

TEvents————— | Artivates operation l—Hethe miodule

[~ Disable [RTE]event | "ith Powersupply
module PSARK-1 and

[ | Dizable [Forced Ent]d 2 o|awvatar contral W Enable PSAM-1 power supply alarm maodule
[v Dizable [AC Lost] even modules Xhi-8
[~ Dizable [Low Battery] event

v Enable M-8 elevator contral module(s]

Enable k-2 remote 1/0 expander module

Activates operatian
with =<hA-2 remote /0
expander module

v lgnore [IN1] on contraller, enable [IM1] on M
v lgnore [IN2] on contraller, enable [IN2] on =M

(] Cancel

11.5.2.7 Advanced

Anti-passback (APB)

When controller operates together with remote access terminal installer may activate anti-passback
feature. When this feature is

active, controller by default should be located on "exit" side and access terminal on "entry" side of
door but this may be changed

by option Terminal ID=1 on "entry" side which is available in controller's settings. During APB
function activity users are

obliged to use its identifiers on "entry" and "exit" side alternately.

The anti-passback can be used in two variants:

¢ anti-passback hard, (APB Hard)
¢ anti-passback soft, (APB Soft)

When anti-pasback hard is set, the attempt to use the same identifier two consecutive times on the
same entry or exit point will be rejected and Anti-passback violation event will occur, when anti-
passback soft mode is set an attempt to use the same identifier on the same entry/exit point will be
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accepted but [Anti-passback violation] event will be generated. The activity of anti-passback can be
reset (initialized) periodically according to APB Reset Schedule or manually (using dedicated input
line). Right after APB Reset each identifier can be used on entry or exit side, but after this first
Card/PIN entry user must use its identifier alternatively on entry and exit point. Triggering input line,
which is configured to Reset APB function, can do the manual reset of APB function.

QNote:

Concepts: Entry terminal and Exit terminal in this case refer to anti-passback function and are not
related to T&A modes.

Term [Entry] /[Exit] in T&A is not equal with Entry/Exit terminal. It means that Exit terminal may
be set to the Entrance T&A mode.

This feature allows inspecting users movement on the one access point so it's local type. By this
function it's possible to control amount of logged users within selected zone.

In the controller memory is an array called ABP register, which consist of information about users
and their APB status.

When user owns undefined status in APB registry (it's impossible to check, where the user was
logged lastly, on entrance or exit) is allowed to use identifier on entrance and exit as well. Once first
access is granted user loose undefined status and the controller starts to exact APB rules on him.

Controller enables APB reset function according to defined APB reset schedule, and by triggering
external input line configured to [APB Reset] function.

We can utilize ABP to enable conditionally entrance function which reference to defined time
schedule.

If feature works only on terminal ID=0 should check box Terminal ID=1 on "entry” side. Once
function is enabled configure one of external input line as: ABP reset.

Each of controllers owns Local SWITCHER (users with ID numbers from 999 to 3999) list. These
users are allowed to switch controller to ON/OFF mode. To define Local SWITCHERS you should
click on the Add/Remove Local SWITCHER and then add them to the list using buttons: >and >>.
Type of users SWITCHER Full and Limited can't be a local SWITCHER, its function concerns all
system controllers .
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Controller properties E3
Generall Terminall .-’-'-.u:u:essl Inputsl Dutputsl Options  Advanced |

—Anti-pazshack:
Add/Remove Local SWITCHER |

[~ Hard anti-pazsback
oy i Local S'WWITCHER users list

M E 1000 HAYMAM WICTOR -

[~ Teminal ID=1 on "enty"’ side 1001 CARDFACE ADAM

Conditional Accesz Schedule 1050 NEWSWITCH AMANDA

I Conditional schedule j '|\\

Lsers with D
&PE Reset Schedule (1000-3993) anly
[ 4PB Schedule =l

[

] Caticel |

11.5.3 Send configuration settings to controller

It is recommended to send configuration to the controller after making any changes of the controller
settings.

Program offers it after each click on OK button. Other way is to choose Update from Controllers
window.

To carry out configuration settings update:

D

Hetwarks
e Clickon from operator tools -> Controllers -> Update

e or Edit from main menu -> Networks -> Controllers -> Update

@Note:

Remember that command causes transfer to selected controller only.

See also:
Send network configuration
Commands to system
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11.5.4 Diagnostics

Feature enables to perform diagnostics operations of controller.

To send diagnostic command click on [Diagnostics] button in Controllers. Menu box with options will
appear:

Compare data
Communication test

T est tranzmiszion to CPA

T est tranzmigzzion CPR - PR

Compare data - compares controller settings with configuration in program data base
Communication test - test communication between PR Master and controller

Test transmission to CPR

Test transmission CPR-PR

Results of Communication test:

Commumnication best

Coniraler I0: 9
Controler name:  STOREHOUSE

Send
Receved

Cenlhcts:

Emais:

T - |

results - very good, ideal communication, no conflicts nor errors

Communication test

Coniraler ICx; 9
Coniroler name:  STOREHOUSE

Send:

Receved

results - average, 60-80% answers may accept, however some conflicts and errors occurred
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Commumnicaltion test

Conirales I0: 9
Controler name:  STOREHOUSE

Send

Recenead

Emais:

results - very bad, wrong communication, conflicts and many errors occurred. You should check
controller connection to communication bus.

Transmission to CPR and CPR-PR are carried out in the similar method.

To execute transmission to CPR test you should first specify Baud rate for transmission. It's
recommended to use Negotiate option, which offers appropriate baud rate.

CPH Communication et

Baud rate for test
|E=E|-1IZIIZI "I

11.5.5 Commands to controller

Once the controller is selected we can send a command to it. After click on [Commands] button
menu with available commands (depend on controller type) will appear.
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Clear alarm an contraller
Feleaze door
Restart controller and werify version

Set controller o [OM] mode
Set controller o [OFF] mode

Set door ta [Marmal] mode

Set door to [Unlocked] mode

Set door to [Cond. Unlocked] mode
Set door to [Locked] mode

Contraller status

Commands + Set APE register to [ENTRY] mode

Set APE register to [EXIT] mode
Rezet APE register
Fead AFB register

Check events buffer in cantraller
Clear exents buffer in controller

Show card limits table

Set/Clear contraller output
Bead controller clock
Read DC output waolkage

On the picture above we have commands for PR402 controller:
Commands:

Clear alarm on controller - shut down controller alarm

Release door

Restart controller and verify version

Set controller to [ON] mode

Set controller to [OFF] mode

Set door to [Normal] mode - door always locked, unlock after valid user authorization

Set door to [Unlocked] - door always unlocked

Set door to [Cond. Unlocked] mode - conditionally unlocked, door locked until first authorised
access granted

Set door to [Locked] - door always locked, no matter what access rights

¢ Controller status - shows controller information, terminal status, door and identification modes

Set APB register to [ENTRY] mode - sets mode in which user should first log on entrance
terminal

Set APB register to [EXIT] mode - sets mode in which user should first log on exit terminal
Reset APB register

Read APB register

Check events buffer in controller - shows number of buffered events

¢ Clear events buffer in controller

¢ Show card limits table - allows defining new limited identifiers

o Set/Clear controller output
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Output control commands

Output line

| [101] autput

Cormmatd

" SettaOM [activate] & Setto IEvErse

" Setto OFF [deactivate]

Set

Cancel

¢ Read controller clock - shows current time in controller chip

¢ Read DC output voltage - shows Direct Current output voltage

11.5.6 Microprocessor Firmware upgrade

Upgrading control software of a device (firmware downloading) is an operation that sends new
version of a control program to the memory of a microprocessor device. This operation is usually
carried out when the device manufacturer releases a new, improved or enhanced version of
firmware. When programming PRxx2 or CPR32-SE new firmware is transmitted via a standard
communication lines (lines A and B of the RS485). The firmware downloading can be performed
directly in the access system in which device runs without a necessity of removing it from installation
place. It can be also de-installed and connected via the UT-2 interface to any other PC computer, in
each cases the RogerISP program is required to transmit the new firmware to downloaded device.

Downloading firmware

Below please find a description of successive steps of the downloading procedure assuming that the
controller is an element of a functioning access control system and the new control software will be
transmitted from the level of the same computer, which manages the access control system.

¢ Run the RogerlSP program, select the appropriate communication port (the one to which the

UT-2 interface is connected),
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‘.~ Roger ISP 2.6.0

Exit
OpendCloze
@ E it
select COM port
hich i cted
" “:t,:, I;;quli ° FULL CHIF ERASE | Full programming cycle

||:|:|M1: 9600, 8, 1. M

¢ Click on Full Chip Erase, the following communicate will appear:

Info

Pleace jumper on "Download Maode'' contacts then press "uP Bezet” buttan, ‘When finizhed click OK.

e Place jumper on FirmwareDownload Mode contacts.
e Press uP Resetbutton.
¢ Click OK, after the chip memory erasing operation appropriate communicate will appear:

Eraze EZ

Flazh erased.
Remove jumper from "Download Mode" contacts, then press OF.

¢ should remove jumper from Firmware Download Mode contacts and observe a reaction of the
controller. In case when "device is dead" it means that operation is successful and can continue
with procedure. However when device resume it's work and respond (just like before erasing)
you should repeat erasing operation

¢ Click on Full programming cycle, following message will appear:

Info E

Pleace jumper on "Download Mode' contacts then press "uP Rezet buttan, ‘When finizhed click OFK.

¢ Place jumper on Firmware Download Mode contacts again.
¢ Press uP Resetbutton, then click OK.
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o Program will ask you to select HEX type file with new firmware, when selected click on Open,

Soukajw: | ' PRI0Z_40241095 =] =

PR402v109.5.HEX

Hazwa pliku: IP‘H A02LCO09.5 HEX Dbwarz

Blikitypu: — [HEX filess [* hex] = Anuli |

7

¢ The programming process will begin. On the bottom of the Roger ISP window progress of
sending records will show.

¢ When transmission is finished the following message will appear:

Full programming I
C:hroje dokumentyspral 77k bin

Operation finizhed - zecurity bits zet
Femove jumper from "Download Mode' contacts, then press OF.

¢ Remove jumper from FirmwareDownload Mode contacts and click on OK; if controller does
not resume work, it means that programming operation is failed and you should repeat steps
from erasing procedure. However if device resume it's work you can finish flashing process and
exit RogerISP program.

¢ After new firmware transmitting should configure the device from PRMaster software.

Q Notes

1. Transmission of new software can by carried out to one or more controllers simultaneously.
However, should remember to realize weryfing steps for each device individually.

2. If successive attempts to flash the device directly in the access system are not successful
(which may result from some disturbances which exists on communication bus), you should
remove the device(s) and connect it directly to the programming computer.
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12  Monitoring

Monitoring Mode is a working mode of PR Master, which consistin events visualization in areal
mode. When PR Master remains in a Monitoring mode, occurred events are immediately appended
to system database and are available to export and report generating.

PR Master enables monitoring on computers in local network by Remote Monitor software.

You can turn on monitoring mode when you:

I anitaring

e clickon from operator tools
¢ orchoose Tools -> Monitoring from main menu

QNote:

Before the monitoring window opens, all events are received from system buffers and appended
to database.

Blinking belt and data missing means Alarm states of CFR

communication with network lost - e o T B AL PWR Bifiar onl

[18-05-2004 10:51:29 Tuesday

r

Ulyet [ 0 1 T O

Dot 2 [ m . » u

EVENTS

Ewents Il

? 12-05-2004  10:4750  Access denied LABORATORY - exit PETERSEMN AMDREE
¢

18-05-2004  10:48:00  CPR: Communication with coSTOREHOUSE
18-05-2004  10:48:00  Restart of the controller STOREHOUSE
18-08-2004  10:42:00  [Card+Card] mode turmed off STOREHOUSE

[l 18-05-2004  10:4810  Access granted STOREHOUSE STAMDMESS ADAM
[f 18-05-2004  10:4810  Access granted STOREHOUSE GREEMHOUSE ROGER

Alarms — , — — e
i) 18-05-2004  10:4750  Access denied LABORATORY - exit -
E#s 10-05-2004  10:43:20 Forced entry OFFICE - exit

18-05-2004  10:48:50 Communication with Terminal 1ID=01lost ~ ARCHIVE - exit
18-05-2004  10:49:20 A 3 STOREHOUSE

12.1 View

This menu allows to change windows view and execute additional options (keyboard shortcuts F2-
F7).

Monitoring window consists of two sub windows: "Events" and "Alarms". From this level can select
columns, which will be, figure in the window. Optionally can disable "Alarms" sub window or clear it.

© 2004 ... Roger Sp. J.



73

PR Master 4.0 manual

Clear [EVEMT] window
EVEMT window calurmms

v ALARKM window OndOFF
Show ALARM % Clear [ALARM] windaw
wind ow ASLARM window colurmns

tanitaring windaow filter  F2
Alert zignalization F3
Uzer login table F4

Access paint manitar F&
Controller status F&
"Wiew bap F?
E st

QNote:

Date
Tirmne
Ewent

L5 L LRSS LS %

Choose columns to
Ewents/Alarms list

Send Clear [EVENT] window command don't clear "Alarms" sub window.

12.1.1 Monitoring filter

Option Monitoring filter allows selecting only this events, which will be showed in monitoring window.
By selecting AND/OR filter mode it's possible to specify kind of condition. AND mode - when all
selected conditions will be realized, OR mode - when one of selected condition will be realized.

Example:
Select filter mode
Specify filter rules:

Zones: Office Zone and Production Zone

QNote:

Events: Forced entry, Prealarm, DURESS Entrance and Door ajar

1. In the example, events will be showed in case fulfiiment of all conditions (AND mode).

Condition fulfilment: Prealarm in Office Zone.

2. When we change filter mode on (OR mode) in the monitoring window will occur all of events:
Prealarms, DURESS Entries, Forced entries, Door ajar and all events in Office and Production

Zone.
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Elected

Droor ajar
DURESS Entrance
‘Forced enty

Prealarm

|
«

This ewvents will appear in
the monitaring windom

<mwaton s T v mall Db el ames
st iy T el D=1 i

Manitaring filker i =

Caree
Seleu:tfiltermude' e Events W Controllers
ey mode————————

& [OR]

o [AMD] ¥ Ilzers | r Lones |

r Groups r M etwarkz

Fead filter
definitions fram ™ Tea deesl
(* fmf) file

Read | Save Clear | K, Cancel |
¢ ;
Sawve filter definitions Fesetall
ta (*rf) file definitions

Can save and read filter definitions from (*.rmf) file. Clear option resets all settings.

QNote:

Open Monitoring filter more quickly by pressing F2 on keyboard.

12.1.2 Alert signalization

Alert signalization feature enables to specify monitoring messages. Events selecting method is the
same like in Monitoring filter. The message is a kind of "alarm window". To define message select
Alertsignalization (F3) from View menu in monitoring window.
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7 et iy Trap alarm ]

25-05-2004 09:22:20
Tarm Everestane artived |
R

hMessage box, which will indicate
in the monitaring window

ctiondeszage

Tom Everestone arived |

In Action/Message gap enter short text, which inform about occurred event.
We can also specify the manner of reaction utilizing following variables:
Here are variables to use in the message:

%u - user

%g - group

%e - event

%c - controller

%s - subsystem
%n - go to new line

@Note:

1. Use variables when you want to define more precisely manner of action. It's useful when
many conditions are defined.
2. Message is always showed under event date and hour.

12.1.3 User login table

This option allows to quick and efficient system user searching. User login table shows, on which of
controllers user was logged lastly. Feature is helpful especially when you need to find information
about current user location and you don't want to browse long event list in monitoring window.

In the table it's possible to order logins by selected criterion, and additionally enable T&A mode filter.
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,ﬂ Uszer lazt login table, started on: 25-05-2004 11:14:58 wtorek

Drated/Time Accessz point
A0|EVERSTOME TOR Securnity Group 2004-05-25 17:15:00 [STOREHOUSE
55 MNOWAE JOHM Office Group 2004-05-2511:14:50 OFFICE - exit
100 PIERCE AMM Office Group 2004-05-2511:15:40 ARCHIME - exit
388 STAMDMESS ADAM Production Shift 2 2004-05-2511:15:20 ARCHIME - exit
< | _>I_I
Arrange Thd mode Find name Feseat
ILISE[ Al Tid modes _‘J IEverstDne | E! :I Cloze |
| Selecttype of
userlogin table _ =earch user by name |
ordering T4 mode filter
&7 Entrance Al
& Exit
& On-duty exit (ODE)
& Mo TaA (Ignored for TEA)
& Lunch break
(]
Cancel

@Note:

1. In case long list of users we can enter a name of searching user in Find name gap.
2. To quick open User login table use F4 on keyboard.

See also:
Monitoring filter
Define trap
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12.1.4 Access point monitor

Access point monitor enables to show visual information about system user on selected access
point(s). Activation Access point monitor option consist in selecting monitored access points. When
user identification on one of chosen points is done program shows information about system user
and assigned photo. It's possible to verify person who uses identifier, especially in big system with

lots of users.

In case the [Only users login] option is checked, in window logins of registered users will be
showed only. Whereas the option is unchecked, three consecutive attempts of entering an unknown
identifier on one of controllers will cause obtaining "Prealarm" event in Event field.

!ﬂ. Access point monitor

Monitored access points:

=10] %]

[ STOREHOUSE

[ LAEORATORY - enbrance
& OFFICE - entrance

LF ARCHIVE - entrance

I STOREHOUSE - entrance

oelect access points
which you want to
manitar

“When checked shows
registred loging only. not
checked - three
consecutive attempts of
entaring an unknown
identifier will cause
olktaining "Frealarm”

12.1.5 Controller status

Acceszs point
|DFFICE - exi
Event

I.-'l‘-.ccess granted

Ilzer name

|F'IEF|I2E ANM
dzer D

|1nn

Time

|1 1:04:30
[EroLp

IEIFfiu:e Group

[~ Eeep window on top
[~ Fit box

v Orily uzers login

Controller status enables to observe controller states, such as Door mode, Identification mode, Input

and Output lines states.

From this window level we are only able to watch, sending commands, selecting category, or
changing appearance of window are not allowed. However it's available in View map option.
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QNote:

Data in the table is refreshed in 6 seconds periods. BD occurring means NO DATA.

I'H, Controller status

teans communication
between CPR and controller

kI

Activity of Input lines:
On -triggering state
Dff - normal state

Cantraller Daoar mode |Ident. modelTerminaIs 100D |In|:|ut state |D|:|0r |F'F| PinglC -PR F'ingl[ElNa"ElFF] tode
ARCHIME - exit [Mormal] | [Default] Ahsent aff 2 0 / OffF | [Door Open] | OF. ak [OFF] Mode
STOREHOUSE - esit [Defaul]  |absent ff / On 4 Off ok ok |[0M]Mode

See also:
Diagnostics

12.1.6 View map

View map enables visual system monitoring with object map utilization. User can load object
scheme or building map, which want to monitor and put controller icons in appropriate places. Each
of icons can be modified according to own needs. From controller icon can send commands to the

device.

Icon edition can be carried out in two following ways:

¢ Click right mouse button on the controllericon
e Once menu appeared select [Editicon]

or

¢ Click on [Customize Icons] button from belt on the bottom

e Select controller to edit

In controller icon edition we have panels to choose, which will be showed in the icon during the
monitoring and also appearance settings such as font, background etc.

Visual monitoring mode

To enter visual monitoring mode should uncheck box [Edit mode]. We can observe controller states
in a real mode now, and also send commands to devices. To pull down menu with commands click

right mouse button on controller's icon.
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12.2

l Door States View

After left mouse click
shows all panels

STOREHOUSE
= OH
-

@ Doar State

= st I ] (4]
———Inputt [INZ] (O
= st [IN3] (1)
O Door Mode ([Mormal])

% Ient. Mocle ([Defaut]);

?

After right mouse click
pull down menu with
commands

¢ A.RCHI'uI'E exit
- OH
-

L]
D Door State

==l [IM1] ()
—w=IripLt [IMN2] (1)
——aIripLat [IM3] (M)
O Door Mode ([Mormal])

i)l 4RCHIVE - exit

F Controller state

Cancel controller alarm
Releaze door

Switch to [OM] mode
Switch to [OFF] mode

Check. door mode

Set [Marmal] mode

Set [Unlocked] mode

Set [Conitional Unlocked] mode
Set [Locked] mode

\% Iiert. Modle (IDefaut]);

I 1

1

When checked - enter

edit mode, unchecked -
visual manitaring mode

rEia
Clear Image | gy Eh.
- Propotional
ackground
o window

v Edit Mode: Add [con | Femaove [con | Custamize lcons |
| Choose icon to edit)rr
| Stretch b
image t
™ Image Stretch
[ Save proportions —HF Image Prapottional
See also:

Controller status

Commands

Set of system monitoring commands. Once command to controller is selected, window with
available devices will appear. Click on one of them. Sending commands to zone looks similar.
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Controller commands

£ones commands
Swyztemn commandz

Contraller status

Clear alarm

Beleaze doar

Set controller to [OM] mode
Set controller to [OFF] mode

Check door mode

Set door ta [Marmal] mode

Set door to [Unlocked] mode

Set door ta [Cand. Unlacked] mode
Set door to [Locked] mode

Set controllers to [OM] mode
Set controllers to [OFF] mode

Clear all alarms
Set spztem clocks

12.3 Tools
12.3.1 Operator rights

Set doors to [Mormal] mode

Set doors to [Unlocked] mode

Set doors to [Cond. Unlocked] mode
Set doors o [Locked] mode

Send command to
selected controller

2end command to
systern or selected
Zone

This feature allows defining access rights to the monitoring window menu for selected program
operator. When existing only one operator (ADMIN), close monitoring window and define new

program operators.

To add new program operator:

e Select Tools from main menu and -> Program operators

e Click add button
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Hondtming window acces: mena

St Diperzice

Ersh = or diszbde accest 1o nen. enx

[ iem | Oear EVENT ] sirdom
™ &%izs | EVEMT srdoe columes
™ @ims | Clear JLARM] wncioe
™ e | 2LAER woncions Drd TH
™~ sremrr o LoHE

& tiew | Monitoring filker
[T #view | Define trap
5 tfiew | User login table

o ctrnards | EScme: comnizncs

Eorrads | ESystern comrar de

< Hoorenardz | CHear d slams
BConmards | SEat svstem clocks

4] | < i

:

E

1

Choose menu items allowed
to selected operator

12.3.2 Online reports

This function enables online reports generating. When it's activated events are immediately send
from RACS system to all defined destinations. By using report filter can specify report events.

To activate filter you should:

¢ click on Report Filter tab
e check Online Report Filter active box
o setfilter mode and criteria

Optionally can define many printers, files and ports. Feature is very useful especially when operator

wants to store files in a safe place or to print particular events.
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Online Reports settings I

Fepart destinatian | Report Filter selectonline
report events

Repart destinatian:
HP Lazerlet BL PCL on FILE:

E WWSERVE R 2003NE wchangehreport. txt

3 EDNMS File an remote PC
Enahles sending connected to local
data to serial printer network

Add printer Add File Add Part Delete zelected |

Cancel

12.3.3 Events mail configuration

The option allows e-mail sending with filirated events. To enable feature you should check Output
filter active and define events in Active subfilters field. The next step is an Account configuration,
which is carried out the same like in XML reports and e-mail function. To check configuration can

send test e-mail.

If user has an e-mail box which enables SMS messages sending, then he can always have a contact
with the access system.
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Events mailing configuration

I

Events

Events history (or events registry) contains all read events from the system database. To make
events review more easily can activate Filter. Filtrated events can be exported to text file (*.csv) or
printed. There is also possibility to export all events or events from defined range to the file with
(*.rcp) extension.

a1 Events history ==k
| | <] _

| 20040525 & | ARCHIVE - esit : |Office Group | Dffice Zone |No Taa (gne :l

1232 2004-05-25 141630 Access granted  ARCHIVE - exit  Controller [nput Office Zone Mo T&A [lgne 3'

1233 2004-05-25 14:16:30  Door opened ARCHIVE - exit Office Zone

1234 2004-05-25 141630 Door closed ARCHIVE - exit Office Zone

1236 2004-05-26 141680 Access granted ARCHIVE -exit MASTER ROGER  [Mo group] Office Zone Mo TEA [lgne

1236 2004-05-26 141680 Access granted ARCHIVE -exit MASTER ROGER  [Mo group] Office Zone Mo TEA [lgne

1237 2004-05-26 14:17:00 Access denied STOREHOUSE  PIERCE AMM Qffice Group | Production Zone

1238 2004-05-26 141710 Access granted  OFFICE - exit FIERCE AMNM Qffice Group | Office Zone Mo T&& [lgne

1233 2004-05-26 14:17:20 Access granted  OFFICE - exit ADAMSEY MARK | Office Group | Office Zonhe Mao TEA [Igne

1240 2004-05-25 14:17:30 Access granted  STOREHOUSE  ADAMSEY MARE. | Office Group  Production Zone Mo TEA [lgne

1241 2004-05-25 14:17:30 Access granted  ARCHIVE - exit ADAMSEY MAREK. | Office Group | Office Zone Ma TiA [lane =

1242 ] 2004-05-25|1417.40 | Acosss den :Savgtcllut*.rcsv) m%lpru rt.é\luents for T&A zer attendance ——

. file ar Print repomns purposes in areas . =l

Ewents: 386
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13.1

13.2

See also:

CSV Report

T&A Report
Attendance in area report

CSV Report

This option allows user to generate reportin (*.csv) text file form. Report can be generated from all
or filtrated events. Components of csv report are selected by box checking. If an information in
generated report table is not all visible, it's recommended to change column sizes.

User is able to completely remove columns or separate them with one of predefined column
separators. Can also define own separator, by checking Other and filing gap.

Tﬂ. Events report options I
Select columnz o report Colurn sizes :
R—— Colurmng' separatar
& Unique event D 20 -
& Date 20 =, [comma) " <TAB»
& Time 20
[ Event code 20 .
[ Event name il ¥ [semicolon) " DEC code I
& User D 20
ETaaAID 20
& ser name 20 " [calan) " Other I
\Z#_ontraller/terminal ID
& Contrallerfterminal name 20
™ Zone ID 2 = [~ Create columns
Al | E it columm size Change size of selected
calumn

""-..._‘_________________,_,..--""

Ewvents file name

Print k. Cancel

ewvants [*.cav) file

Freview and
"C:\My documents\Report]. cev! Frint report EI
Mame and path of

T&A report

By this feature can generate T&A reports in file form with *.rcp extension. RCP file includes only
these events, which have influence on T&A registering. It allows exchanging data between PR
Master application and external payroll software.

Program generates files in following formats:

e RcpAccess Pro+
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o Gatyfikant
e Agrobex
e Symfonia
13.3 Attendance in area report

Attendance in area report is used for calculation of total job hours in specified area. Spending time is

counted on base Entrance and Exit from area registering.
To open Users Attendance in Area window:

¢ choose from main menu Report -> Events,
¢ in Events history window click on Attendance in Area reportbutton

To generate user attendance in selected area report:

Enter a time range From/To (date and hour)

Select T&A area (defined by user -T&A Areas)

Specify maximal acceptable attendance time (do no set 00:00)
Click on Refresh

We can save attendance report into formatted file (*.rtf) - [Save], or Print it.

'ﬂ Uszers Attendance in Area _ O]
—Enter a time range for attendance report;

From: |2004-05-25 = |[00:00:00 = To (20040525 =|[14:3850 =
—Select Tk Area: b ax. acceptable attendace time:

Mame: ILaI:u:uratu:ur_l.l Area =] ’7 bl . time: I'IEZUUZDD = m— |
n ENLE
|  Taotal attendance time _ff?\\

User D |User Mame Tea D ime (hhcmm: 5] [ Click hereto
| 100 FIERCE ANN 1974 0F:24:10 apply changes
m ADAMSEY MARE 4108 06:24:10 -W
| 333 EAGLEM AMAMDA 530467 Q& 24:50
|| 444 HAMET BETTY 39150 06 26:30
| A MARCH DAISY 93351 05:50:50
| 777 PETERSEM AMDREE IB37 04:07:10 ll

Print Save | Wiew zelected | Cloze
e .-/
Yiew all attendance time F
periods of selected user ves -when changed

QNote:

In case when in some way in the Time (hh:mm:ss) field question tag will occur it means that
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13.4

14

program hasn't received information about T&A Entrance or Exit event. It's recommended to
modify it by click on [View selected] button and enter missing date and hour.

See also:
Events history

Reports

This feature generates reports, which are ready to print. Reports concern all system domains
(Groups, Users, Zones, Networks, Controllers). It's no available to edit nor save reports. Document is
only adapted to preview just before printing.

File Edit | Beports  Command: Tool:  Help
Groups
Uzerz
£ones

Controllers

Eventz

System with/without CPR

Networked operation with CPR

During normal system operation CPR synchronize real time clocks of all controllers and stores
events which occurred in system. Events stored in CPR and eventually in controllers' buffers can be
manually downloaded to PC database or will be downloaded automatically anytime monitoring from
PC is started. The main advantage of networked system equipped with CPR is that events which
have been occurred on controllers are instantly transferred to remote "secure" buffer in CPR and
that CPR continuously synchronize clocks on all controllers so even after long time period controllers
clocks have the same time.

When controller PRxx2 series operates in networked system together with other controllers and
CPR control panel, events are continuously transferred from all controllers to CPR internal buffer.
When connection with CPR is broken PRxx2 controllers automatically move to autonomic mode and
store events in theirs internal memory banks, after communication with CPR is restored controllers
return automatically to networked, in both cases controllers retain theirs full functionality (no
functionality is lost or reduced).

Older types of controllers PRxx1 series don't have ability to store events. Devices of this type must
operate with control panel. CPR manages access rights on the PRxx1 controllers and store system
events.

Networked operation without CPR

When computer is connected to access control system and monitoring window of PR Master is
active, events are continuously transferred
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from controllers to PC database.
When PR Master operate with monitoring window deactivated, events are stored in controllers'

internal buffers (PRxx2 only) and can be later transferred to PC using interactive command or will be
downloaded automatically anytime monitoring window is started.

To enable Network without CPR option you should select: Edit -> Networks and uncheck box:
Network with CPR control panel. Network properties

It's recommended to send configuration settings to each controller in system separately.
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